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Confidentiality

Confidentiality is the property, that information is not .
made available or disclosed to unauthorized

individuals, entities, or processes C | S

. Customer Information System is an
enterprise system for manage customer
information can more easily access and
manage.

SAP
SAP is an Enterprise Resource Planning
(ERP) system by SAP AG company
based out of Walldorf in Germany.

Integrity
Integrity involves maintaining the
consistency, accuracy, and trustworthiness
of data over its entire life cycle. Data must
not be changed in transit, and steps must
be taken to ensure that data cannot be
altered by unauthorized people

Availability

Availability of information refers to
ensuring that authorized parties are able to
access the information when needed
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(Human resource security policy)
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M. o).

oo,

[y

fusvns wiine wazgnaneues nun. Fadugieiuanmnindundneuniedugndoyy
$reuagFosdunsngauiumelulafarsaunavos nun. inulesiionsesiionunliiiy
mhenududsiamelufuduannisiienu viefuaadyanineny
AALATEUUANTAUMNA UazHaLALATEY18ABNTINDSALADIANTUNTT nOAnBY gNLEN
yiFeudlvavsnsldauresminmuviegnine Insudadu o nadl il
mb.e. NsAlengreniieau (Rotation)
T¥fifiun1s nenneu onidn ieuflvdnmslinussuuasaumanaziedorns
Aoufinnesvosntinauniegnineddusiui ndsarnniinaundegniiegdu
drsuiwmidmivieruninaseiunmstusufoinihdanmhenududstah

wlevisiazwimauuansldnueiotneaeuiawesuasssuvasaumaogslasnseves nun. &/o0l



mlol. NIAIAUAANNTEIL (Terminate)
Tsduns nennou viaesndnansnslieusyuvasaumatazAiat e nonimes
voswiinauiegnineiuriuiivisanilésutiuiindd aeen/inSeaong/loen/
aoon Mnwhenuiiietos

LPNEI5D19D9
o, USTNIAAEATIUNITANTSNEIANUTUAIUABAN Y L UBT WAITIH 1389 UINTNITHAZLUINY
lumsenseauiinweauIkaraNuweInglusunssnyanutuasasndeloiues w.a. beo

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. /00l



NUINT &
YlguIeNITUSUISINNITNSNE Fuaumalulag dsaumnd
(IT asset management policy)

dielvimindausumaluladansaunaves nua. lddunistestunazundesegamunzay
lngdnlniinsdnvimeideu nuniu Un395nen wasnisitenausiensninddununalulagansaumna
oggniasasudau TaeduumeujoR fail
¢ il o uueUFTRnsUIMsIanindaufumaluladansauma

dufl o
wuINNUGURNsUTIsIan1snSnddudumalulagaisaumea

(IT assets management guideline)

InqUszeeA
o Lieliinnsdnvienimziloundndaudumaluladansaumauazinisuivuanenis
nzidounsngaulindulagiu
o LilelinsUngedne nsfulseiu uagnnannudamivIonaununingaudunalulad
asaumaliannsalinuldegdeies
. Lﬁ@lﬁﬁﬂm%'aﬂﬁuw%’Wé?{uéfmmﬂula§a'rﬁaummsaﬁﬁﬁuamw%aguqm 001919971
83 nUA.

* HUIMs Winau uazgndnaves nua.
*  Wwewminddumuwmaluladansaume vse vihenuniminfuiaveulunisguanazuims
Insningaunnunaluladansaumnaves nua.

wUININISUHUR

®. TwMInzlsuningdumumaluladansauwme (IT assets inventory list)
Wrveamsndausumaluladarsaumna (T assets ownen) 3eniuaguiiiiniisuinvey
lunisguauazuImsianisminddunumaluladansaumaves nua. Aesiin1sdnvinsenis
neigunsnddudrumalulagansauma laun s19n15871350U35 (Hardware) waggonduls
(Software) tleUsgloviflunisfunmuazamnsafnnusensmindausumaluladarsauna
103 nUn. TnedosszysuasBunnsouaquinteodision fail
o0, Toglien vie Tomhsamweminddusumaluladansaumne

wlevisiazwimauuansldnueiotneaeuiawesuasssuvasaumaogslasnseves nun. /o0l



o, VULAUATANI 1138 UeEUNERA N (Serial Number)

oo  TWAzBEA [BVo/9u/svunUftRnisuasnesiu (i)

o.c Ussnnvaamningdusiuwmalulagansauna wu PC, Notebook, Server, Network @

od. anuiideomingausiumeluladarsaume

. Ussannisdnm (3nde/in)

.01, %au’%ﬁm@'%’u%ﬁauaumﬁé’zgzyﬂ

0. FuilldumietuiiGuing

.. 5’u§uqm§1’zgap%’uﬂizﬁ’u (Warranty)

©.60. 5’u§uqmmﬂﬁu%mimﬂ§w§m (End of support) (631)

0.00. IUALBLARIIUINITNTBHUITITNW

nsUFulRTennsidsunsndduiumalulagansaumea (IT assets inventory list review)

Wrveamsndausumaluladarsauna viomhsnuiivifisuiavevlunsguauazuims

Fansnsndausumaluladaisaumeaves nua. doelin1susulgesiemsneidounsnddu

awnalulagarsaumalimndutagiu Ingazdasrniunisnsiaaeuninddudiiumalulad

arsaumafitogasstunenismadounindauedaoslor o ass viaflofiniaudsuuas
ns¥uUsriunazn1stissdnvudetesfuninddudunaluladarsaumaiiianiudify

AaN15ALHUEINIVR NUA. (IT assets warranty support and preventive maintenance)

m.o. Wemingausumeluladansauma viemhsnuiiinhasuisveulumsguanazuins
Fansnsndausumaluladansaunaves nua. desnvualvdnisiuseiunisdeuuey
uiily (Warranty Support) nsdifimingausnumaliladansaumademeriodisnegnaelilos

mlo. emindausumaluladansaumea vievhenuiiinifisuiaveulunisquanazuivig
Jan1snindduaumalulagaisaumaves nua. deamuualaiinisungesnwdededu
(Preventive maintenance) titetlasiumuidemedienaiintuluowianednsiesdas o nss
lagdesaniiunisiauiuaininasvunindduniunaluladansaumalaguanitoya
oehtioy dail
n.o.6. %au’%ﬁm@%’u%ﬁﬂu”@m
mlolo. LUy
mlo.a. SE8EIAINTUITENY
n.lo.. Luaﬂmﬁwﬁsuaw%ﬁm;ﬁ%’m’]’ﬂﬂué’fgiyﬂﬁamwmawiaiél’ﬂﬁzﬁﬁﬁﬂmm

< MIMNURNUTARSTONALNUNITNE G umAluladaisauwmea (IT assets acquisition plan)

Wrveaningausumaluladansauna vie wirsnuiiniiisuiinveulunisguatazuims

Fan1snsnddunumaluladaisauinaves nUa. Aolin15IUNUIANINTENALNUNTNEFY

Frumeluladansaumaillndasduaanuenguazanimnsldam

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. &/ o0l



¢  M3BenAunIngauiumalulagaisaumea (T assets retumn)
fu3mns wilnau wargndnewes nua. Fadudfasiiuanmasidundnaunieduandyn,
$ranuasdosdunindauiumaluladasaumaves nun. fnuesdensesiammalitumniasy
dudsfinnelutuduganisdiany wieduandugdsnu

LBNE15D19D9
gl -

wlevisiazwimauuansldnueiotneaeuiawesuasssuvasaumaogslasnseves nun. /00l



LI @
WlgUIEN1TAVANNITLNDS
(Access control policy)

a s

Welvt nUn. In1sAMUAENTS wazAIUANNISKNTITEUUAITAUNA LagiATaYIeAaufialnes

[

01 nuUa. Wietlesfunisdhdauazivdsuudasudludeyalngliilduouann Inefuumajun fsil
o dwil o wunaftinsmuaunisdndanietieresiiomes
(Network access control guideline)
o @il b uusUftRmImuaunsiniessuuedodnslfane
(Wireless LAN access control guideline)
o @il e bsUFTRmImuaunsinfeainszeying
(Remote access control guideline)
o il € wuneaUFtRmsuimsdansavsnadngs

(Access rights management guideline)

dufl o
wuINNUGUANsAUANNISINTBATaUIEARUNINDS
(Network access control guideline)

[

ngUsesA

o emuauuastasiunisifssuuiaseiigreuiames lnglilasueygie

ALALATEUEABNNINDT

°
ey

o glnuaIevignouiimnes

WUINNSUR TR
0. NsulLenAzesreNiuneseanlungu (Segregation in network)
ApuALASaYIEARNiILAeSAodin1TuULENATaUIEABNTILNBSVEY nUN. anilungy
dietlosfunnuiaonseluatotisneufiunes feil

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. ©0/00k



nua.driinaulng wisenieetnensuiamesves nun. eandu o ngu fie

6).06).

®.b.

[ON K

..

..

©.D.

Users Zone Lunguiilddviunidnaunisluves nua. Tnsutseeniiu o Uszan fe
0.0.0. WA3aIARNNIRBIAElULULTEY (LAN)

0.0, ATOIIEABNTIADITWUULTAY (Wireless LAN)

External Zone LHunguiilidmiudndedoasiuiniotisaeuiamesnieuen nun.
Presentation Zone tunguitlidmiufindedeaisszninaeaietisnsufiamnesniguon
nUa. fuedeauitneifilfuinsadodisneufinmesneneluaznieuen nua.

[

Application Zone Wunguitlidmiuirdesrenfinmesusiinslnganz syuuiifinnuddny
sonseiiugsiaves mua. Welsuimaawizanglu nun.

Management Zone Lunguilfifieuimsinnisszuuansauma vieiniovisnenfianes
AMSURLALAT 0L ABUT LMD SUATHALA ST UUATAUINA

Database Zone Wunguillidmiuindosneuiinmesusiviefiliuinmsgudeyalneaans

lnsfiaudAyranisaiiugsiaves nun. Tusnisisevisreuiawesianiznielu nua.

nun.we Lusenesetensuiamesues nun. eanilu & ngu fie

6).06).

..

@).6n.

..

©®.C.

internal Zone Lunguiiltdmsuniinaunisluves nun. Insuvsoendu b Uszion fe
0.0.0. WA3BYEABNNIMETAElULUUTa1Y (LAN)

0.0, ATEYIEABNNIMEILUULTAE (Wireless LAN)

External Zone \unquillidmiuandedeasiuiadotisasufiamesaeuen nun.

DMZ Zone Wunguitlidmiunoniaiosneufisinesuivigeenunainiaiosneufiamnes
gnineifieliuinsiedetierouiameitaneluuaznisuen nua.

Server Zone \unguilidmiuneniaiesnouinmesudinelasianizszuuiiiauddase
msAidugsiaves nua. eenananiATesneNfimeignanetiielsiuinisianznely nun.
Management Zone Lunguilfifieuimsianisszuvansauma nieiaiotisnenfianes
dmsugauainIeYienauiineiiasguasruuaisaume (Out of band management)

VR

N13AIVANNTTINLEUNIMAE N TSN WIANLUaRASBULAT R 8RR ILMBS (Network routing and

security control)

©.6.

o.lo.

Feafinmsmuauiduniansidensesenitmunelavinietigaouiinneféunis (Source
network address) fUNNELAYLATOUNEABUTNILADTUA18MI (Destination network
address)

nsidoudeuayiuddeyariuszuuiaietedumesiin suuiniediiaiiou (VPN) seuU
wSevnsuuuiians (LAN) wazssuunIatieldans (Wireless LAN) wSossuuin3atiedue
feailousor uszruUInwIAUYaBn B UUIAT T IABLRILADS (Firewall) #3858 UY
Jasifuni1sgnunin (PS) ¥e1 nua. lasilatanizwese (Port) fidndudonisiauminiy

wlevisiazwimauuansldnueiotneaeuiawesuasssuvasaumaogslasnseves nun. ©6/00l



w¥ousey IP-Address funanagatendlvidaau mndesnsilianesafiuiduuenivile
infifuun Tmidunsnsenuuunesuvendly Policy Firewall
b, FoiinsnumIL Policy Firewall agnatdeslay o ASe
. Miamzioudldnunsetienauinmes
AoedalrinisameiiounaunisiinldaIuA3e U AN LADs U0 NUA. ANLWINIIUUR
MsUIvsiamsandnisdnda
< msfigauimudildauaietignouiimes
co. foRnlllszuuiigalfauioudildiuasedneneuiines WU seU Active Directory
3953V LDAP w3aszuufigaudinudug # nua. dmua wielvaiunsaszyfnuves
AinuedotgnouinosldnunumaUiRmsuimsdamsansnadii
o, fAsfimualyiiin1siigaddlnu (Authentication) nsuidnldaussuvalsauineasoyiy
oufineiiiensld Username/Password vi3e3anssun audl nun. fmun sieiissuud
finuddgyAITiTannsidnussuuigalimauwuuvatelady (Multi factor authen)
& matmunansidilinuedotisaeuiinnes
&o. Fosdinsimundniidldaueioteasufinneinuuunnisjsinisumsdanisins
QREIGMAK

LONENT1989
0. VolNUBUIRBSHaduTumhsnu/yananeuen (T-FM-SC-oe)
b. Wuunasuaunly Policy Firewall (IT-FM-NDA-o)

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. ol/ook



[

duil
wumsUfuinisauaNnisdfsszuuAsedieliany
(Wireless LAN access control guideline)

ngUsesA

~ Y] Y A o val Y Y]
L LWEJm‘UQiJLLazﬂaﬂﬂumimﬂmizU‘ULﬂi@%’]ﬁlﬁﬁ’]%@ﬂ aun. 1‘1/13Jﬂ’3']3~|l]ﬂﬂ\1ﬂﬁ@@ﬂﬂ

U313 NN uaggndnaves nua.

eXpe e

ALALASEYNABUTIADS

 yaranguen/findisvAnisyuvieindnse

WUINNSUR TR
v A N va A Y v o a o &
AouasTUUIATeIevitegfineITodasnLiiunng el

®.

nsamelsudnldanussuuesetieliang
Aodnlrlinisasnsideunsunisinldauszuuiaatneliatsss nUa. a1uwuINIUfua
NITUTMTIANTANTNISUID

. myfgaldmunldnunielngneuiiunes

bo. fosdAlEsTUUTgaldnuioudildusEuumIeYwliany wu ssuu Active Directory
¥3955UU LDAP w305z uuigauldinudug auil na. fmua leliaansnsyydiny
vosglinuedorisnonfinnesldmuuumajiRmsuimsdamsavdnsdiis
b, fRITmMuAlAINTHEUMAY (Authentication) neudnldanussuunietelsanemenisly
Username/Password 3a35msaus 7 nua. fviun
wualiiinsdstadulunisindedeaissening Wireless LAN Client Augunsainszans
ranaietielians (Wireless access point) #1833n15iidarusiunsuaeadaiiioldenn

sonsanduteya
Muglduniiladdiufeitesiunisguaniedigasuiitinesinnissuuinsevigliane

[ '
A )

(Wireless LAN) Tununugfumauves nua.

inuglaudaileidu Share hotspot/Ad-hoc iWionsyanednyaanaietigves nun. Ifuyana
ANBUON

ﬁmL'meLwSﬁ’ig%gﬁ%u,asiﬁamm@muiﬁggumwmﬂLﬁﬂﬁiwﬂm finenseenaneliia

o

Ao9n
dryey

]

Y

Anudevaun nua. gldnundudvesdyddiudiendulSuliaseuynnsd
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o. wndn1sdilunaznensee1aneliiinAuidsniann nun. asRTUIALTUNITNIINY
wazsngUneuAgIF U R ma sz ay
. nmsliuinmseferiglimeuifuntiszaiussuviefunfase
0. FoWfiRnuten e - «
=lo. sesdimsdaiufeyaasnvmneneniinnesveslinuaietiglianey
.o fsn1sTnanIsIdRATeTen1elures nuan. Inennualiatuisaldeiuanieg

Sumasidavingy

LPNEI5D19D9
0. VolNUBUIRBSHaduTumhsnu/yananeuen (T-FM-SC-oe)

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. 0&/00k



duil e
wumsufuRnIsaduaunIsidianszeslng
(Remote access control guideline)

[

ngUsesA
« ieadvanuazlesiunisidnfessuuatsaumea wagAsoY1eAuiamesIINATBULN
A a 3 | = Y = v
\ATeUEABNNIABIUDY NUA. KIUTEUU Remote access VPN #1 nus. Inun3esile

USUIT WHNIIU 989 nUA.
LASTUURNSAULNA

LALASBUNLADUNUNADST

°
eXp  eXp X
e

EA0)

wUININISUHUR
n1sngsEuvasaunA Uaslasevgnauianesvas nUn. 91nszezlnarIusEUy Remote access
VPN 7 nun. Souseslvidos jon s
o. M3Towalildauszuy Remote access VPN
o.0. HlHIuifoin15lemsz U Remote access VPN fasnsanstgazidoanienssyivnna
wararuanduliasudiuadlunvunesuveidrldsruszuy Remote access VPN
ileveeysiRanniisdulymmuasnunazdedlasueysiaann we aun./ue.He.nnv.e-e0
visogdilasuneuvmne Wuanednuaisnusnoudildo
olo. n3difinnudndudeinisldiussuu Remote access VPN agnasasuliigSosaniiuns
w g UeAU T luan eV U I VLAY YRR UNAIIN Ne.AUN/KHY.HB.NUNY.0-00
y3eflATUNoUNINY HIUMNe E-mail Address 3adoaMedu WefiasauneyiAlinuy
sarudunsdifawmdusensadlly
o. MsfmunansElinusEU Remote access VPN
o.o. Mifmundnsiliauszuy Remote access VPN Tiifuglfaudosufofmuuuimisufos
MsUIvsdamsAvinisidnds
bl. Aean1nualiinisn1siigaudinuy (Authentication) 1nen151Y Username/Password
Aownl¥usEUY Remote access VPN
o, Fosdinseuguwesn dmsulinumiity
o foatmusszeznaiansidensevesilian (Session Timeout) elaildlfmuiuszazinan
il
o.C.o. MMUAR Session Timeout Wuszaznan @ Wil dmdumienuiily

wlevisiazwimauuansldnueiotneaeuiawesuasssuvasaumaogslasnseves nun. o&/00l



b.clo. MMUART Session Timeout Wuszezina e¢ ui dmfunihssuifinudndu
AoaNshiauiY ¢ Ui

b foslnsmnuanalnnisdnsiadu Encryption Algorithm) Wiesnwiarnudurslasnde
sEinsnsSudadeya WU AESlees, RSA vi3efiinin

o5, fosiinsifiudufindeya (Log) n131dnldeMuszUy Remote access VPN Litelimsiaaey
wagUfRna wsu. Mdemanseieaiiafeaiuneninmesiusznaldau

oo, vanhlsunsuviogunsallaq wlfnuileddsssuuasaumanagssuuiadoioves nun.
nszeyinalagliléfueyg1nain we.aun./my.ne.nUn v.e-eo WiognldTuNe UMY
Juanednwaldnusmniinsdilusaznevisesanelininmnudsmewn nun. aziiarsan
sufunsmadsuazymangyaneudgldauiidiiunuaiusnya

WPNESNNYITDY
®. WUUNDSUUBNITIUSEUU Remote access VPN (IT-FM-NDA-&o)

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. ©9/00k
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doull @
wuINNUGURNTUTITIANsaNSNISGS
(Access rights management guideline)

ngUsesA

o LNBMAIVUANYLNAILAZAIUANNITIOIDITEUUAITAUNALAZTEUULATRUIEADUNILADS

Y3 AUN.

ED DA

AUATEUUENTAULNA

ALALATEUEABNNINDT

wUININISUHUR
o. MIamgilyuyldau (User registration)
©.0. HAKATEUUANTAUNA kasKALALATEYIEABNTIMBSARIMvUATEN1Tamzilougldanuln

..

@0

o [y v

d1mfunisdnfiessuvansaunaAwazLAIeY gAaNinesues nUA.
AOUATEUUANTALNA LavdauainIevignauiinneinesdiautydverldau (Usemame)
wazsar1u (Password) MnuglinulaensmseTsniuanasndeiazudsliglinudey

sviaudlne U iRmunwIns iinsusmsdnnissianiy

- Alduilasveuginudaraudedfiiyidldnuduvesnuedunsdidesnisldamuiyd

AlguTInU (Shared username) AedlAsuaAuWiLYe ULALRYIRYIN No.8UN./HY.ND.NUN. Y0
viodilasuteunineduatednuaidnys

. NISMNUARNENITAY (Privileged access rights)
©.e. NMIMAUAFNTNNTNDIlUTEAUUNR

o.lo.

AAUATEUUATAUMA WaZEALaLATOY18ABNTIINDIARIMMUAATENSNATE VAN TAUINA
wagLAsaYIERBNTIMDIVRY NUA. MUNTTIANSURATaUkarANT L Tuve s ldauwiniy

(Least Privilege)

nsmvuaansnsindsluseauansiiawsednsasan
ﬂ'ifﬁﬁﬁm’mﬁ’]Lfluéfaﬂﬁ?m%ﬁLﬁwﬁUEﬂ%ﬂ’luﬂﬁﬁw%Qﬂ?jﬂ 1 Administrator, Root, Superuser

va

I L ¥ 9!35 ¥ Y [~
v UURY Eﬂ%ﬂ?ﬂ@jﬂﬂﬁ]%ﬁ@ﬂi@iUﬂ’ﬂﬂJL‘VIU‘ZJE]‘ULL@SE]H AN WB.@UN/HY.HD.NUN.Y.0-00

viiodilasuteunineduatednuaidnys

wlevisiazwimauuansldnueiotneaeuiawesuasssuvasaumaogslasnseves nun. o0/00l



NINUNMIULALLANNDBUANT (Review and removal of access rights)

en.
m.o. fALATTUUATAUMA Lazfqualadevisaoufiamesdesmuniutydgldauuazans
voslfruluusazsruvesnsliontas o ads viaulefinsudeuutas
mlo. fauaszuuasauma Laziquatnietsnoufianeifesiuiuns nennou ieunidnans
mslfussuvasaumaLaziaIotenouiamesveldin uiiindsnildfutuiindd
meen/indeneny/Ween/laeen mnmirsnuiifeides
lenasineatas
o. wuuedy dweiia/udly/onidn ansmsléan - ssuvauily (T-FM-AU-o - szuumuiily)
o. WUUDsL AveLiin/udly/enian Avsmslinu - seuu SAP (IT-FM-AU-oe - SAP)
o, wuuedu dwerfi/udly/endn dvdnisldeu - seuu As (T-FM-AU-o - CIS)
< wuuwesy fweuiiv/udly/endn ansmslinu - seuu OIS (T-FM-AU-oe - OIS)
& wuunesy Aueifin/udlu/endn andnstien - seuu LIMS (augy.) (T-FM-AU-oo - LIMS (agy.)
o, wuulesy dvariia/ufly/endn ansnslieu - szuu LIMS (nUna)) (T-FM-AU-0e — (nUn.2.)
o, WUUwosy vednssruuTnsUsziau - IS (T-FM-AU-ob - CIS)

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. o=/00k



A7
ulsurgnisineanudiuasaenievesdayaasaume
(Information security policy)

el nua. fmssnwiauifunsaendevesdoyaasaune nefinsdnduaruduresdonya
asauna nstsaduvesteyaiidfnues nun. wagmsdamsaeilitufindeya elestudeya
asaumaiiddyes nun. Salva TnefuuameufoR fail
o dwil o wumatinsindunnudurestoyaansaume
(Information classification guideline)
o il b wunafiinsuimsianmsmsdhsadudeya
(Cryptography management procedure)
o dwil e wunafuEnsdansaeitlituiindeya
(Media handling guideline)

duil o
wuameUiansindualnuduvesdayadnsaume

(Information classification guideline)

[

InqUszeenA

o ienmuakunUURlunisiinuaduaiiudu nasiiudnwn nasvidnun nsviane
waznisurteyaarsaunalulday lvaenadeiniusziiguinmienisineiauay
VDINNTIVNT WA, e wazunluLiuLmy

 edesiunsliameazuiluivdsunlasioyaasaunalaglilasuauyn

o HUIMs ninau uazgndnaves nua.

o MhENUAIYBITBYATAUMA
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WUININSUHUR

o. MUIULTIveITeyaa1TaUINA (Information Owner) AovlugSuAnyaulunisnivun
Fuenuduuazmmusinsnisidrfeteyaarsaumavesildaulaefinnsmuiananudidy
wagnansznumndoyaasaumatugnilameviednisudluasundaslaglildvoyyn

o. Toyamsaumainihsnuiivestoyaasaumaiiansannduiuithidmansznundeains
arademelsity nun. asnsadamedoyaasaumaiindnomssug|laslsifsssyduaudy

N13NMUATUAINAUYDIdaY A SHUNA
n1siIMuUATUANdUTBItaYad TAUNARILANBaUlIReN1TgN AN ENS DL LY
Wasuwladeeliildsuaugauuseanlu m szau fe

AuANYsvaIlayadTEuInANag luuAazIUANEY

[

a‘uﬁ’sjﬂ (Top Secret)

duun (Secret)

avu (Confidential)

& dayamsaunadudanin
UameraiunvIoLfissunsdu
agneliiinAiuldeniene
nUn. pg19i18ussTian

& doyamsaunadudanin
Unme i IoLfiesunsdy
aznaliiinAiuldeniene
nUA. 8819518

¢ JoyaansaumARUTINA
WHEVIIUA TS DL AUNIAIUIEND
TmAneudsess nUA.

¢ danudAguazinaniznu
seAusiunaendoves nua.
gaunnuaglieugnlyiluly
uAguen AuAn.

¢ danudAguaziinaniznu
sennusfunsaenfuves nua.
gawazlidougwlyiluldenu
Meusn nua.

¢ danudAguerinansznu
semnusiunsaenfuves nua.
fuarlsiouaaliillda
Meusn nua.

NANNAUNIUNITUS5IANIseazldudeyaansaumalaswialy b Ussnn ael

©. BNE1SANUN

0.0 N1352YTUANUTUVBITOY AT TEULNA

[

a‘uﬁ’sjﬂ (Top Secret)

duun (Secret)

avu (Confidential)

syyrin “duitga”

& ynuienarsuinidu
onansuenuiunselilasu
ASLEY

¢ Lan1zUnuUIouLILIN

YDUDNAITINNASUNITIU AL

o 1

JEYAI “aunn”

& ynuinenarsuinilu
onasuenuiuunsalilasu
ASELEY

® Lan1zUnuIouLILIN

91NATIINLATUNITIW AL

o 1

SPUAII “au”

& ynuienaisninilu
lenansuenuruunsolilasu
NSLaY

& Lan1zUnuUIoNUILIN

Y9DNAITUINLASUNITELEL
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Y =
e.lo NMILVIAY

o/

dudian (Top Secret)

q

dUuIn (Secret)

au (Confidential)

& yarafiléfuougnan

Favthmbenuiidudives
Joyaansaume

& Fosdnmsasifiedosty
nsiUatredaya (NDA : Non

disclosure agreement)

& yeeaildFuayginan

smthmhsnuildudues
ToYaATAUNA

& dosimsasumiilelosiu
msiUatrevaya (NDA : Non

disclosure agreement)

& yanafiléfuougnan

Favhmbenufidudives
Toyaansaume

& Fosdimsasiiietostu
nsiUawreveya (NDA : Non

disclosure agreement)

o.e NSAUTNEN

&uiign (Top Secret)

dUuIn (Secret)

au (Confidential)

<

& Auludienansiinyuale
wduse

doAuardinnisidig
UARA

& vludienarsiidinisln
doauazdnanisndndusie
ynna

& Avlugienansidinisla
fon

6.€ NSNIEUN

]
v

aunga (Top Secret)

aUNIn (Secret)

au (Confidential)

& Lisugalivindun

q

& yeeaildFuayginan

ntvhenuiidudives
VYR TAULNA

& Gosfinmsasunuiiedesty
mM3Uatrgdaga (NDA : Non

disclosure agreement)

® yanafilésuaynInan
ntvthenuidudves
VYA TAULNA

& Sosfinsasunuiiedesiy
n3LUatredeya (NDA : Non

disclosure agreement)

o.¢ N15%11a78

é’uﬁqw (Top Secret)

auun (Secret)

au (Confidential)

& 1HA3e9vinangLenans

& l9A3097aneLenans

& 19.A509Y88L8NES
N a & 2 o
WIoRNUUTUANY)
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. dayadsaumadidnnsafind

.0 NITTYTUANNAUVRITRYAFITEUMA

[

a‘uﬁqm (Top Secret)

duun (Secret)

avu (Confidential)

¢ szyA1i “auliga” Nnvi
RHGRE

¢ szyAi “auann” YA
Lanans

¢ szyA1it “au” v
RlGRE

Y X2
lo.lo N13LVIAN

[

dufian (Top Secret)

q

Aunn (Secret)

avu (Confidential)

& yaradildsuouannan

smhsuiidudives
UoyaanTAuNA

& Gosfinmsasunuitedasiy
nsUatredaga (NDA : Non

disclosure agreement)

& yarafilasuoyanan

smmhsuiidudives
ToyaaTAUmA

& Gosfinsasunuiiodesiy
nsUatredaga (NDA : Non

disclosure agreement)

& yaradildsuougnan

wmhsuiidudives
ToYaaTAUNA

& Gosdimsasunuiielesty
M3iUatredaga (NDA : Non

disclosure agreement)

o.en NISLAUSNEN

[

a‘uﬁqm (Top Secret)

duun (Secret)

au (Confidential)

& sEdU

& WSvEsu

& I15ERU

©.c NSIIEUN

]
v

aunga (Top Secret)

auun (Secret)

avu (Confidential)

& Llaugnlivindun

U

¢ (D3YRBYYINIINLINVDY
yhssniifudesteya
GREGIIIGRGIN

& dosdinmsasuuiitedesiu
nsUatredaga (NDA : Non

disclosure agreement)

¢ (0399BUYINANIVEY
mhsauiidudwesdieya
GREGIIGHLY

& dosfimsasuitedesiu
n3iUatredaya (NDA : Non

disclosure agreement)
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©.¢ NSAINIULATDVIYEISITUE

o/

a‘uﬁajﬂ (Top Secret)

dUuIn (Secret)

au (Confidential)

¢ sviaduteya

® dedeyarinuiaTetneiing
hswadu delusinpeaiiil
AnasfuAsaenste wu HTTPS,
SSH, SCP, SFTP,PGP w3oBu
sy

¢ hsviaduteya

® dadeyarinuiaietnefiing
Wsadu dhelusinneaiil
aasfunsUaense wu HTTPS,
SSH, SCP, SFTP,PGP 3odu

WWudu

¢ sviaduteya

¢ delayanuAsetnefiinig
wsieau seluslnaeanil
ANTuAIUaaniY Wu HTTPS,
SSH, SCP, SFTP,PGP #3881¢|
I o

RUTLY

©.o> N15Y1Na18

&uiign (Top Secret)

dUuIn (Secret)

au (Confidential)

& lmsianeseisisung
Uaanny (Secure delete)
dielailanansadaudeyandy
1l Wy Zero Fill

& nsianese3sfiuas
Uaenny (Secure delete)
wielalanansndaudeyandu
11l@ Wy Zero Fill

& lnsvhanedeitiiiung
Uaanny (Secure delete)
dielailanansadaudeyandy
11l@ 19y Zero Fill

LPNEI5D19D9
gl -
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duil o
wuINNU{URn1TUTITIAn1snsIn s utaya
(Cryptography management guideline)

[

InUszeenA
- [ Y = a ¥ & (Y =) £% Ao o v Yo

o iedestunisidnfuazilawmedeyamluaiuduniedeyandidnyves nua. laglidlasy
U

o ietlesiunisuilavasuwtasteyailuanuduniedeyandidyres nun. Inglulasu
U9

o elinshindedeansildsudadeyariruiomanianudunslaensiy

ALALASEYARUTIADS

eXp X

ANRISUUATAULNA

wUININSUHUR

o. #ealinaisfadureaminsindedeansilifudedeyasening nua. daunata fu nuna.
nUn.@ FedemmeidianusiunsUaense 1w IPSec-VPN, SSLVPN, TLS

b, NsAnEeNguIN1seenlususesdidnnselind Certification Authority (6131) deadugliuinis
Afiauundede wagaruisavelfinneunazvitatenguaioliliaruisatinduunldanu
legnluewan

. dwfussuvaisaumaniiniudfgy Jadinnsfu-detoyaniiuszuuiniedrsdumediie
AauaszuvaIsaumeanlsiinisldanu TLS Certificate 9ngliu3nisesnlususesdiannsetind

< dmdunisfu-dsioya Mdunnudurudiua 1l¥38n51dsWaduuuy (PGP: Pretty Good

Privacy)

LBNEI5D19D9
gl -
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duhl o
wuInUuanisdanisienliduiindoeya
(Media handling guideline)

ngUsesA

P LY a £ PN [ < A v = Y M Yo
o LWEJ{]BQﬂUﬂ’ﬁL‘UﬂLNEJSU’EJHGH’WEIUL‘VIWU@Q nun. ‘vlgmmnwuaauwnmayjaimalulmiuaqigm

AUIMNT Wil uaggnineves nua.

wUININISUHUR
0. MIUTMIIANMIFRTUAnToyanausandoudela

6).6).

..

..

dovuiinteyaiianunsandouirelidosgninfvlregluanmnadendifinnusiunsUasnss
wu nsdaiulugienansiitingualnden
Aeunisldeudetuiindeyaiianusandeudielddesiinsannubianenfinnesain
Tsunsulosulfanesfameildsumsusuugsidullagtuetiane
vhuhdetuiindeyafianunsandeutelalulfifiodansdudililiifsrdesiunisvineu
299 nUA.
maihdeduiinteyafianusaindeudieldeenludmingvidedenurudesduiumsaudeya

a ada o

arsaunanduninuguees nua. eenaindeduiinteyansunigisniunilasnsie
(Secure delete) tiplailvianunsagaudayanduuila wu Zero Fill

b. Msdsdetufinteyanausaindeudalaluuen nua.

©.6.

o.lo.

..

Fosfimathsaduteyaasaumedidrdgyues nun. Adniivetludetuiindeyaiiotesiu
mylnavestoyauaznsdndslaglaildisuoun e
nsdsdetiuiindeyasiahdsmeiiomionaldisnsvudsanuisniifianmdedo
LAYANIANTIVEBUANULMIINA LA
vssafaifidndsdetuiindeyadoadutaniianunsatostunnudemeszninamsings

1INE159198
o. wuunesy JuiinnsviatedeyaasaumeuugUnsaldidnnsednduazdotudin (T-FM-NDA-o)
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RUIN &
ulgu1en153n¥IANNLUAIUADANENIINIBATNUAZENTNULINADY
(Physical and environmental security policy)

Wielyr nua. fumsmislunsmuauiaztesiumsinuanusiuasaesadelunsdru iR
Hosgudnouiumesues nun. uinszurunislunistigeinegunsaineufinmes uagseuy
as15egUlnn (Facility) atfuayunisianuvesssuuasaumanigluiesgudnonfianeflanansa
vhaldedudaiilesuarinuifunsaonss Taefluumeufon e

o @ o wunaURnsldnuiesgudreuiamesuasiunlinusEuuasauTA

(Data center and IT area working guideline)

d1un o
wuameuuanislidauiesaudasunanasuazinunldanussuuaisaumea
(Data center and IT area guideline)

[

ngUszeeA
o efmuangnaLaziInINIIAIUANNTU URUuTRsAudnauiine e nUn. Tnidlaiu
TunsUaeny

e LBAIUUALMINTEUIUNITUITISNY

q
'
]

yUnsalmeuiimesuarszuvaistsulan (Facility)
N N AT LT L IR EATIN I

.
AN YITDINUTEUUIA MU LA T AT AULNA

o

UINIT WNUUee nUA.

eXpe ey
e

waviosgudmauiames

s YARANIZUDN

WUININISUHUA

° L oA a a Ay ) ) ) ~ a 1
®. MAUANUNNTIUSIUNADIINTINEIALLUAIUaBANgNIINIENIN Tnedlsigasiden Al

®.@. ¥998UAS (Strong Room)

0. b, NBWATBIABUNADIHUUE (Server Room)

o.on. 1899UNT0ATBYE (Network Room)

o.<. 194ATEIUTUDINAKALTEUUAIUANAIINAY (Precision Air Room)

6.¢. NDIFIUDUNIDINAILUFUNTNI A UE1TAUNA (Store Room)
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.0, NosdnLwseugUnIal (Staging Room)
.00, %194 Facility #1199 19U Power Generator, UPS 1Jusu

©.6.

..

..

o.&.

®.D.

©.¢.

©..
©..
©.®0.

©.66.

. MsmuANnsin-een wagnsufiRnuneluvissgudnouimes

Anuariosgudnonfinmesiosimunanivesnineuiidansinudi-sen Aufivieuiin
fipsdinsnvanusiunsasadonanenimgrensliansiinge nieting Access Control
wardesfininfutufinnanmadn-een Medlazdesdinismunuansednadeslay o ads
vioilefimsiasundas

Hauaviosgudnouinmeifosialiiindedlnsiiainemsdn (CCTV) luluiivieuinaddes
fnmsnwanuiuasUasndemanienin uazasaaeuanamienlicuvesndednsiia
20950a e savihanuldedseilesuazarunsatuiinnmananiiiegdoundsedstios
o PBu
fiaziinufoRnuazdesindeiimiiiguariesquinenfiumesiiiensonuuunosusiie
il

lo.n.0. WUUlBFY Tufindennasfes mssnwenulasaievesdeyaamsaume

.o, kuunesy JuiinnsiuRnuluiesaudrouiaumnes nua.
faiiluszvinenisufiRsuvesyananisuenasdosiindniiuves nua. fiieades
AhakArUITAUNUMEBE 1Yo © YU

n15t1gunsalidn-een ViesgudneuinesAadlaTuaunInANYuaialaudaoufiames
wagdoansanuwuuvlesy “duiinnsihaunsaliin-een viesrudnauiines”
MsdaeuLardnpToumindausnuasaumadeseglusies Loading Area F3usneanan
Hosgudnoufinnasudviniianudniudesindsluiesaudaaufinnoiligqua
viesguneuinlnesviefiiintesmuaumsuiinuedidlnddn
Foshanaaiasnoufinmosudiey gunsaiiaiodns wieduq 1lug Rack Alddaniouly
uazsaalindennauad Rack ynadudofifauiade
Tupdeudeinisnaufinmesudtng gUnInlAsoUIEARUTNINDT wavanedyadeans
flavdanansznuienisvinnuesszvumaluladansaunauaziniotsneufinnovos
nun. neladlasuaayn

T foRnumuseanilddmniouliluiesaudnonfiune s
vuguysaneluriesgudneuiinmes
vhuthemsuagiaesiutnluneluiesgudnonfiunes
uaegunngluesaudaeuiineiuudlasuaugANNEauarieaudnouiines
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en.

szuvasnsaulana (Facility)

Fosdnlitszuuasisyulnaiiteativayunisliuinsvesssuuasaumanasinietnenesfnines

meluvesaudaeufiumeslianusovhanldesudeidouasianutuasaondy dail

me. szUUlin

alo. szuudIsaInsealnii (UPS)

man. ia3osuianszudlnindrses (Power Generator)

on.c. izUUU%’UmmﬂLLasz@umm%ju (Precision Air)

@& FTUUTTUIEDINIA

oo, szuulednudansie (Fire Protection)

mel. SEUUMIUANNISN-80N viBsAudnauiines (Access Control)

a&. FEUUNARIMNIYIAL995UA (CCTV)

mMsiuanedyanadedns

co. Fonfuaedyyndeaswazaslniinoanainfuiiodesiunissuniufuvesdyaio
(Crosstalk)

clo. Maduanedygradearsdeaiulusng Wire way) Adnnseuliviefinnsfosanedive
Flex Tiluszilouiseusay

<. fosdavithede (Label) vesaedyaadearsTiasudy

nsunsesnwgunsaluazanimmindenluviesaudaauiiames

&o. foaln13U13e3NITTUUABNTINDS 1ATDY18ABUNINDS UarTEUUAIs1TYULNARNGY
safanedeasdaymio ﬂmiuﬁaqguéﬂauﬁaLma%mmamwmmﬁﬁmm ielvifula
INsPUUATAUMALAEITULIAS 0T BAeNRMe$IeY nUA. amsaviuldegedeliles

¢, quamiuazen wazauduszifouiFeuiesvesiosquineniiamoiotsaliaue
uazspdliifundosnszarenieTngilandudomadilufesquiroufiunes

LPNEI5D19D9

P3G

tufindennasiFeansinuinruasnsevesteyaasauma (niinam) (T-FM-NDA-oe)
YuiindannasFesnssnweutasafovestoyaansauma (uananiguan) (IT-FM-NDA-ol)
wuuvlesy GuiinnsufUianuluvesrudaauinnes (IT-FM-NDA-oem)

wuuvlesy Juiinmstigunsaliin-een viesaudaauiiames (T-FM-NDA-oe)
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viely nun.

NN o
ulguren1sinwanusiuauasniglunsuineu
(IT Operation security policy)

TuwrlJualunisusnisdanisnissneiauduasuasadelunisufonauy

TidanuduniUasniganiunna1umiee) 1813a319Audenieson1saniugsnaves nua.
Inefiuuansuua Al

e @AM o

e AN b

o WA

o dAWN e

o N e

e @A bo

o @AWN o

- O

o AN

wunaUfoRMILUaLeng uamiig

(Segregation of duties guideline)
LINIUGURNTUSTTIANSTAANUAINNTOVRITEULANTAUNA
(Capacity management guideline)
wameUiRmsinueusiuasUasndsvesniesneufnefuivig
uavgUnsalliuFuRam

(Server and endpoint security guideline)
wwnalgUanisdrsesias)Autoys

(Data backup and recovery guideline)
wINRUURANMsIaiudeyaasasnneuiiumes

(Logging guideline)

wwIafuRnisihseisdeanaunielees

(Monitoring security guideline)

WU URnsuTmsdanisdedninagnsnaae Uy ssuy
(Vulnerability management and penetration test guideline)
wvneUFtRnsuImsiansnsAsuuas

(Change management guideline)

LU ATRNMIUII AN IR S UULAE NI ANSRIA U
PR U

(System configuration and minimum baseline standard management

guideline)

o @il oo WWINURURMIUTNSIANTT Patch

(Patch management guideline)

o @il oo wwIUGTRN UYL LU AeAR

(Malware protection guideline)
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o @il ol wIIUFTRNMIUIMIIINT Y
(Password management guideline)
o @il om wMaUFTRNsHBumein
(Internet guideline)
o Al o wvafinsliiuaavinedidnmsetind
(E-mail guideline)
o @il o wumaUfiEmslfiussuuiaiesnsuiamefuliieiaiiou
(Virtual machine system guideline)
o il oo wwIaUFTRMsthgunsalduyaaadurldin
(BYOD : Bring Your Own Device guideline)

d2ull o
WUINIUHUANITUUENSIUIANTNT
(Segregation of duties guideline)

[

ngUszeeA
o ilpUsgnNgIwImMTINkazAusuRaaulvAyAaInsluksagi LUt g 1A gaY

wazdnvhailon1sufURnulilvauysaliiganesenisujifnulussuvansaumaiasiaiodiy
ADUNILABSNAANE ALY

ARRISUUATAULNA

eXp e

ALALATEUEABNNIADT

WUINNNSUHRUR

o. Myuanthil uazauiuRaveuvesyarailiieatosediesdniau wu nihilkazanuiuiavey
YDINAUATLULATAUWA hazEpualaseTIunaNiiunes [usu

o. finsdaiesuiednuuriy Gssynihiuezanuiuinveuresusagminfiauegetaioy
Amualifiyaainsdrseslunufidanud fyiteliannsainunaunuiuldlunsdnsndy
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. Favi wazdiudgaiomsufieulifawiiuate suidlvdaiuliluanuiifidenuUaonse
g tiplvinseunquIrUUAsaUYALAEIAS D ABNTMeT viToTTULDUY Fimnuddiny sl
co. fiomslinuszuuansaunanine siluduesdidan waedauassuy
<lo. AlonmsiaaevanuzveaAIeneNne st suazIAS oY AL meS

Alen1sdrsestoya/AilonsnAudeya
e alemsunlulymszuuansaunalasiasedignouiimes

¢ Sfamadidsgiiensufoiouidusiuuvresenaisuarnddidnnsoindlaseyyialiianis

winauifdmifedesviiuitasadadls

&.m. ﬂﬁ
i

LBNE15D19D9
gl -
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duil o
WUAINUUANITUTNITTANISAAAIINAINNTOVDITLUUENTHUMNA
(Capacity management guideline)

InUszeenA
o emnuakuImUuRdmiunisnsiaaey Whseds nisldaunineinsvesssuvasaumna

WaLLASaUNLABUNILABSYRY NUA. Tianunsasessumsyinaulusunanlaegnasnaliio

ARRISUUATAULNA

eXp e

ALALATEUEABNNINDT

WUINNNSUHRUR
0. HAWATTUUAITAUNA LATHALALATOYI18ADNTILADST Aoalln13A1MUAAILAM (Threshold)

N5 UNSNYINTVDITTUUETAULNALALIASBT18ABUNIIABS WU CPU, Memory, Storage,
Network Bandwidth 1Jusiu

b, HALATEUUANTAUWA LasHauaLATeYeAaNiimes Aoenaunsiaaaunsidanumingnsvessyuy
asaumALaziaietisreufiumesinulosgua llmAuawnusiimnunegsasiauemniing
Tsum$nensiiuainaeififnuadesssnuldfuinmsiunsu wenaumuuinmsnisiday
ninenslisesiunmhaulusunanlfedwioidleuazivanzan

LPNEI5D19D9
gl -
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duil e
wuINNUGUANTS NN UAIUADAABYDILATRIABNN N D SIIYTY
wazaunsalnldug iRy

(Server and endpoint security guideline)

InqUszeenA
o iernuaLuInisljiidiniuiaiesneufininesuddisuazgunsalildu i
Tidausiunsasndouarliidugnseuniovesmsiivilidouaves nun. $lvandedinig
Wnldanulagladlasuayan

¢ HauaszuuaTAume

o Mmhenuiguagunsainlduifau

WUINNSUR TR
o. \A3BInDNRMDSLLINY (Server)
Hauasruvarsaumaniuiaveulunisquaiadesnenfinneswivreilunindduves nua.
FosUfoR sl
o.0. Fosdimsimihmenmadouninddunionoufnnosuiviefinuiosgua uazdewding
numuetstiosdar o A vieidefinnudeutas
0.b. ﬁaqﬁmummié'?ﬂﬁiﬂiswmummgm%uﬁﬂ (Minimum baseline standard) ALWINIS
UFURNISUISINNSNMSRIA S UULAENMMUAN SHaA SEUUANLANAT LS
oo FoshnfmendwinavavSgndowmmngvne
oc. fosfaruaTesnoufnosusiinglug Rack vieanuififnsinuanulaonst
o.¢. Madsuuvadlag Uumiamaummammwmaw.gummuLmequummsUimimmi
miL‘Uaauuﬂaﬂmammumimu AN o muw « wuaUFoRnsUSmsdantsnisnan
SHUULAENIMIVLANIRIANTEUUALNINTE LT
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. aﬂﬂizﬁm%’ﬂﬁﬁ’amu (Endpoint) ﬁLﬂuw%“wsTﬁuﬁum nua.

MIEUNUALATIABNTINDS PC \A309ABNTIADT Laptop maaﬂﬂimwuwnwwu@mm
WU Tablet, Smart device iluniwedauves nun. mawgum il

©.6.

..

..

..

o.&.

®.D.

.0V,

©.c.

#esiinsdnliinenimedeuninddundesneuiinmes PC la3asneufinmes Laptop

vsegunsaluuunnnvdad1eg wavdesdinisnumusienisnsideunindduegraios

Uar o ads vinidlofinisudeuutag

Fosdndalusunsudosulhianonfiusefuuaiomesdlfiuuaznmaaeuiiinisuiuss

gudeyabianeuiunesliiluneituiagiuwaznionldnuegiaus

Fesiin1suiulge Patch veaszuuUfdAnnslridunestutlagiuiiodadosluimuuuims

UHUANNTUIMTINNS Patch

Fosrmunsvezianfoantinae (Screen Saven) Weolildldnuuszosnamils il

o.C.o. MWLARN Screen Saver & unfi dmiumieamily

bl MMUAA1 Screen Saver o WAl dw§umhsauidaudndudesmslfouiu ¢

W

Fossimstmundie g euudludsuwasmsdadingg vugunsal fil

oo, WAlIMIReA RSt Wy 1P Address, DNS, Subnetmask, Default Gateway

b.&l. WAUN159NUTBY Host-base Firewall

b.&n. wilinshnuedusinsudesiuhianeuiiunes

o.d.e. Andvionanooulusinsufieguuiaias

doaudaliigldnuszingz Fanrsldaudetuiinteyannuszian 1wy External Hard Drive,

Thumb Drive n3odetufindoyafiogluguuvudus iedesdulilidoyagnidaine

Tnelilasuoyae

doauddliilinuguasnugunsalfiliufifnu sunsaldsesluifia (UPS) uavgunsalioving

Bu iﬁ@Eﬂﬂﬂﬂ’lWW%@ﬂ%ﬂ’]ULLau%ﬂLﬂ%‘lm%ﬂﬂ%ﬂLﬁ@iﬂﬁﬂ’]ﬂ%ﬂ’m

maaLwﬂfwEflﬁmmmﬂﬁuaﬂﬂmwiﬁzjﬂgummt,wamLuums Faoluil

o.c.e. Wensyhiangune WieliensliiAnmudemeunynnady

b.el. vulnulusnsuneuimesUssnnaniudeya (Packet sniffing tools) vivelusunsy
UILLANNAEBULINEIEUU (Penetration testing tools) EJﬂLﬁum%"aﬂ‘Ua\‘iéi@jLLaizUU
asaumaazgguatnietnsasufimesfifanudndudeslidmiv foRnuses
Ié3uaynInan wun./me.nUn v.e-eo wiafilduneunuduaednualdnys

oo teUszloviludegsiadunisdiuda viefiensdulafionadndenalszlov
Y99 NUA. MIeenIneliinAudaLdwsanudsmEw nUA.

LBNE15D19D9
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duil @
wuInUuAnsdrsesuazAudaya
(Data backup and recovery guideline)

I3
I649A

o edmualiszuudisesteya uazdnviunudsadLazwIun ALaN sz UUasauwmalailath

szuvansanaulyinnulsetesaila

AUATEUUENTAULNA

WUINNSUR TR
0. MIINMUYTTeTTTUUATAUMALAZIONATTALD
o.0. AU TT8T0TEUVAITAINANTIANA AyTogluauTuRnveuveInuLelaY

©.

®.b.

©.6.

.o

..

b.c.
v.&.

M91500191NANNAIAYVDITLUUA TAUMALALTINAN [T U AN TAUNATIL ) WTBUVINMAUA

SYUVANTAULNANILIAN
ABI9AYIILBNATWAL AL

RN REN
aUURNUANY MRetedlinsutiuionidasnINAanI sty

s

Y
wu Alleninumnaila Alen1sufuRau lenansdvansvestensus llusu

ANTANTBITEUVANTRUNA

Avualiinisdiseassuvarsaunadulszd Tnsdahnisanainisieuiiendy
n13d158900YATB AR TEUVA TAUWA LAETTA1TU19INANAARYIBITTULATAUNA
uazgaiafidssuuasaumatiug

SuauHLIM s sesEUUasaumashe Tasdaddsurmaueuaniiisiutamn i finteu feil
blo.e. STUUMSAUYATIIEYINA1T0s

blolo. NABUFULAYTEETNATlUMTYIdITesEUUTeyauaL ST UUANT AL

olo.. muAlusEessTULTeYa

blo.c. szEznAfideIsiniAvvesdeya urarszuvaTaUMA

blo.¢. Houluuazdadiindiie vewusarsruvasaune
Amundetuiinfililunisdrsesdeyassuasaumea (Backup media) 1Wu U wiedad
fuidnitudeyauunandanaisa sy
fvuagfuRnveulunsiniuinudetuiinililunisdsesteyassuvansaumea
fovinionansusznounisdrsessruuanaume il

b.&o. WNUNIALTUNUATOISTUUAMTAUmMATDILAAL SEULATAUA UL ALY

o.¢b. FunsumIvhauLazduiiRmlummsuAavaUe

o, TUNBLNIIATITAOUNANTANTOITH VA TAUNA
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©.D.

b.&a Muuaanuil daivdelunisdisesssuvansauma Manngluazaguenaniui
NUMIULBNATTNTENTOITLUUATAUNANNY o U n3alilaiimsiiiussuulndidnunlugie

IngApadinsUurinnan siasuLUamnATe

o WUINNMINAUANNTEUUATAUNA

m.G.

m.le.

n.&.
n.&.
m.o.

fvuaszuasaunATazfosdaliiumunsiAuanim lnsfiarsanananudfyuesszuy
aﬂiaummLLasm'méhﬁig%aqqsﬁam%sswmiauLwﬂﬁ?us] Hudny
fnuafSuinreusruuTmluduesdnuiionuduiums di

0n.©.6. miﬂ%’wqqmﬁauwaqLqumiﬁi”]Lﬁm’m

mlolo. NMatmuAtuReLLALIEMINTIRAEU

man. MstvuagiuRnseuluwiazduneunssuiuy
fanustuneunsiAuanmszuy fail

mane. NISNAUENNITUUUURNSIAY ST UUATAUMA

o, NITATHUAIIUNTOUTTUULATY Y

men. NEATINATINT DN NN TLATRsABNT MUY

mag. MITRAsUATIgNFedlulartuney

Mvuaszeza M maaeululfazszuy

Sovhiadsete sunusvenansios Anedemieuiiomninsaeansiannsofnsold
MUUAlINITNARBUNINANAAINTEULATITAUMA Lagfia15u1INANNE AR YaeTEUY
m5aumﬂLLazm'méﬂﬁ’ﬁgmmqsﬁaﬁiﬁﬁswua'riaumﬂﬁ?uq Huddey egradesdas o ads
wiouatufinuanisduiiunu uassenuliidutymiisuiaveuny

< Tunsaindnsvudedetuiinfiltlunsdrsesdeyassuvansaunaldiusnuliven nun. Fetuiin
Toya foslasun1sinaaInfiilseasdundniay uazdeeinIsmuANANNLUAUABRASENIINIE AN

DYNIIRUNT AL

LPNEI5D19D9

- laidl -

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. /00l



dounl &
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(Logging guideline)

[

ngUsesA
= 19 a o & v a sl o 19 ~ & o
b L‘W'E]SL‘W nuA. llﬂ'ﬁﬂﬂLﬂUsﬂai{l’aﬂiq'ﬂiV}"lﬂﬂ@NWULG]@5V|§JﬂWQ\W’]TUﬂ')u%a%llﬂ'ﬂ']ﬂuu@ﬂﬂa@ﬂﬂEJ

wazgausaldAanIunsIvdeuTesTeensiinldussuunIeteyavey g usiunaly
Junangrulunanguangla

BAIEUUETAUNA

eXp e
e

LALASBUNLADUNNADST

EA0)

wUININISUHUR

o. fosinsdafudoyassasneneniiamesvediadesnenfiamofiaitng ssuvauaIsauma
wargunsaliadetnefiddyduszeginatediades <o fu auiingmneimuaiiiedsslovd
Tun1sduanu devanu Tusunamegstios fail

LY ay (Y < a Y & o/ < 5383L’Jaq
NANFIUNABWRANY s1gaziduavua lun1sIay v =
IANU
o. MaNFIUMININUNIa USRI ® FaUnIRndeiium
N33NWIANNNUAIUADAAENIINIBAIN ® Junaenuesn
. vangIuMsitnuszuueIeYY ® FaUnaylinu Litieend,
Bumesiin ® vnelaY IP Address veugldenn | «o U
¢ {Juiinfanssu (Activity log)
® Junaridnlgeu

o

b, WALATZUUAITAULNA LAZIZUULATOI8ADNNRILADIADIAINUANITAIAIA YYIUUIRAN

LTI

(Clock Synchronization) ¥asgUnsainsassuuiinuesualidenndasiuinTasnauiamesivng
Time Server 9 nUA. MUUATIAZIN1TOBIFYYIUIRNINLIAINTAMNUITNE
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@ D v & v a saa & 9 = oA A

. dalidsruudaiiudeyavsiasnisneniiunesindainuduanslasadenariinnuingeie
Tnganunsamvuanisdnfisdeyadsnasnuasuiamesiiedesiunisunlevsaiuasunlastoyala
W Centralized Log Server #138n15%1 Data Archive %58n15%1 Data Hashing 1u@u

LBNE15D19D9
gl -
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(Monitoring security guideline)

[

ngUsesA
P 1 )~ d' o o o & sa av v |
L LWEﬂ‘Vi AUN. UNTEUIUNTNEUNTOANTIAIU {j@\iﬂULLagi‘UN@L‘VWJﬂ']ﬁmm@ﬂﬂﬁ]l@@ﬂ'm‘mu%'ﬂﬂ‘m

ANRISUUANTEUNA

eXpe e

ALALASEYNABUTIADS

WUINNSURUA

o. Fosinszuumsuazintesilefiddmivarniummmsaiisuniviesoanmuiinssnusonuasnde
YBITTUVAITAUNA WSoLATetrsnoufinnesAidanuddylieg1eiuriaef wu Firewall
30 IPS/IDS w3e SIEM 38 fliusnisihseiadeanaunidleues (SOC) Wusu

o. Tunsdlinumgnsalinndviessanausessvuansaumandauddiosssaulituims
SunsuuagdessiiunisutlvegiassmumnszuuasaumatuialaulaufviolauBansos
TuURauurusullawsnsaldeanatunieleiues (Cyber incident response plan)

LINE159198
o. wnusullawnnsalioanatunialeiues (Cyber incident response plan)

RUEILIR
A1N50AMULTAALENENTONBY @ W https://cybersecurity.pwa.co.th
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wUINIUUANITUTNITIANITVRINIUAZNITNATBURITEUY
(Vulnerability management and penetration test guideline)

[

InUszeenA
o el nUa. nsudsgedluisunissnwanuduaslasnds wazaiunsaniun1suiulys
whlvgednimedesiuanuidssaindeanaiulvie Noraisvuldegaiumid

o el nUn. nmsudlutastadaslminnuniglussesnanmnun

BAIEUUENTAULNA

eXp e
2RO BT

LALASBUNUADUNNADST

WUINNSUHUR
®. NSUTMTIANTITOIINT (Vulnerability management)

o.0. HRUaTTUUMTAUINA WaztqualAeTIRsLTialnesfesABsRamNY AT UANELAY
UaansiouazmosUiuUss Security Patch tielnvasluisnag fonalfiduremidlunisadn
aandevneliiiu nun. 9ansegaduled MAvdes wu
0.0.0. IulgdvasszuuufiRinig Windows platform **

- https://portal.msrc.microsoft.com/en-us/security-guidance
0.0, BUlvArasszUUUHURNS Linux platform **
- https://access.redhat.com/security/security-updates/
- https://www.debian.org/security/
- https://ubuntu.com/security/notices
o.0.m. AUlsArasszuuUf RIS Virtualization platform **
- https://www.vmware.com/security/advisories.html
o.0.c uludvesgunsalinsetiy **
- https://tools.cisco.com/security/center/publicationListing.x
- https://advisory.juniper.net
- https://www.hpe.com/us/en/services/security-vulnerability.html
- https://www.arubanetworks.com/support-services/security-bulletins/
- https://www.checkpoint.com/advisories/
o.0.& dulwdfiAeafunsiaunssuuasauma *
- https://httpd.apache.org/security/

- https://nginx.org/en/security_advisories.ntml

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. o/00k



- https://www.oracle.com/security-alerts/

- https://mariadb.com/kb/en/security/

- https://wordpress.org/news/category/security/

- https://developer.joomla.org/security-centre.html

- https://www.docker.com/legal/docker-cve-database

- https://aws.amazon.com/security/security-bulletins
0.0.5. VUlwdudusoutodlninazdannaumie **

- http://www.ncsa.or.th (Add ThaiCERT NCSA Line Openchat)

- https://webboard-nsoc.ncsa.or.th/

- https://cve.mitre.org/news/

- https://www.cvedetails.com/

- https://owasp.org/

- https://apwg.org

RUYLAR
e

* uleddhediueraiinisdsuudas URL alueunan Guegiudguarivlediug)

6.b.

HALATTUUANTAUNA LazgaualnIedignauiiimeifein mualiinisuseiliunivednl
YOITEUUATAUWALATATOTEROLTIAES AuTEiuAmABwesTEuULiTiaud ey
vdeszuvilannsadhfsnaisuenldlaenss (Public IP) Fsiinnuidssgafiazlaulayd
mnfeanauniluveslnefifermaBaszesslisntas o ata viadlefimsimunssuuln
Aouldauszuuas (Golive)

- msandunswi e Unv el i nesranulukmasAsIn99ln15919kHUN1S YRS ULUAY

UsziuNansenuaz InYUHUNAUALLLIN U URNTUIISIANIsNsUasuL AR B Ive
audRnnUsduiymnsuiinveunsudniiunisideundas esnnnsiudeundasiangn
p1ainANILART B AN TENURBN1TYIUYBIsEUUle

. NINAFBULILIEUU (penetration test)

©.6.

..

HAkasEUUANTaUINA ULazdouainsadngasufiunes Avsiiansanlviinisnageulnizseuy
asaumALaziAIedoAaufiamed nusEduAIuEsIweITEUUIIUTiauE Ay
v3eszuvilannsaitifsannisuenldlaenss (Public IP) Fsiianuidssgafiazlaulayd
Mnfeanaumsloives nefdemaBasvesistioslas o ass wiaidofinisimunszuy
Tdrsuldaruszuuats (Golive)
nssflunisuslugaunnsemiogaseuvessyutlundazadadfesiinisnauaunis
Wasuwlasszifiunansenutazdaviunudaunuiumsufianisuinisdanisnis
WasuuassesveeyiAanngdfutyrifuiaveuneusuiunsidasuulas tiesanms
Wasuulasisnanetafinmiuidssiodmwansznusionsiauvesszuuld
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a. sgpznatunsualuieUntedln 3egnsauYedTEUY
szgzaalunisuileduegiuseiuanusuusvesiadlniniaegngeu (Severity Level) lnggaia
SEUUATAUNA LaTHRLaIATEUABNTIADT ABIlaTanTEevIatuNTIMNLLA LY Al

. - FTYLLIAIINUHY
FTAUAIIUTULT Fgazden Do .
wazuAlvgalnd
gan Aunsnanansalddedlunidananimunussuvasaume oo dUAM
(Critical) v3eLATeYuABNNILABsYRY NUA. A8ENTgIEn
(Admin/Root) Liaas19AIUdeesa s uLaTa LA
“3LATeYIEARNTILABSYRY nUA. Lavanuam
(Full Control)
GN Hunsnanunsalddedluisaindviflvissuvaisauna o PBu
(High) IoLAseUIuARNNIARsURY nUA. @emausliaiunse
AIUANMEANTEEA (Admin/Root)
Uunang Auninlianunsaldvedininenanlanivioadneeiid| o - ob oy
(Medium) HEMURBITUUATAUNANIBLATEYIEADNTILAB TV
nua. lalagnss wienasIusIdeyaantadlnisue
Weaseanudemelalueunng
AN Aunsntdanunsalivesinidendnlanivseadieniny TRRRaVRTighY
(Low) HevngdessuuasaumaAnsonsa uRNmesYRY|  AvUIYaY
nua.
LBNE3D9BY

- laidl -
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(Change management guideline)

[

ngUsesA
P o a v a v IS 1
o iefMUANTEUINNNTUTMIIANIMSUAsuLUasumaluladansaumaves nua. wu
gUnsiansnuas weniuag wazdus)
= vy a ¢ = a &£ a
o elilinsiienginansenunoufnTuINMsUdsuLUas

o BlTINTINYIWNUTDUNSUNNNLAAAINURANAININNNNSIURB UWUAS

AUATEUUENTAULNA

eXpe  eXp

ALALASEYNABUTIADS

e WUNMUNTAIWNYITRINUNTUABURUAIA LY SEUUANSAUMALASDUIUADURILADIVDI NUA.

WUINNSUR TR
o. MvImsiansmadeundas Wunszurumsluns manawsu Aesgiaudsslunmsdiiuns
dieannansznuilenaiiatuanmsidsuudas lnsutseanidu m Ussan fo
®.@. Normal Change
Junsidsuuasiidesinunsguaunmsunifideainsnawunslasuidas Ussdua
nsgnunazdnviunudau lnedesvoeyiAngdedutyifuiaveunsusiiunig
Waguwlasilesninnisiudsundasdinanotaianudsmiedinansznudonisinnu
Yos3zuulel
@.o. Standard Change
\WumadsuwlasiildsueysiAliamihdamauasunasinanaylidmansenusossuy
ilpsnvesnsdng adansasiidumsivdsuuladlilnglifesufoimunssuaunis
Normal Change Fall
oo, MIAARIVEEnenneY stuUURTRNY/MensnsinsgIy
oblo. MILfiN-au User Account Tusyuunnes Wy E-mail, Intranet, Internet, AD 1Jugiu
olo.. MIteunTeIasunios PC/Notebook/UPS
sloc. minnfudlvas LAN vosliam
0.b.&. mauﬁlm%iamvauqﬂmaﬁ Access switch Uag Wireless Access Point
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@.en. Emergency Change
Id = ' ! 4 o v A 1 1% ]
Wunisidguwdaawuuiseaiudesiinisuilelaediud minliudlvasdananssnu
wazas1emNdenelangsIuYe909ANT WU N1SLALY Major Incident, n15USULUABUAT
Configuration n3en1swWasugunsaindelaenseiuiuiielissuuaiuisavinanunduaula
aguTInFmasntuliuf URnunszuIunisNormal Change foumnas

b, LHUAINKAEAIRTUIBTURBUNTUN URU
©.e. LHUNNAINTTU Normal Change

Normal Change

BSENTE

s
o

- nNFDNLBNETT LAAHBRE v
Sy i i - N VR dugn
mmanlanusilasssun FlaigmmoFeuiag

r 3 A
|

o ;

= r

fwl

i uiauvnna

¥ ATIREDU X

w v ‘i . i

s Wi FlaignemuReuntas

;

5 r y

o

o2

5
ame i
b -
£ 5 2B
A 0= —>
o & T -
= E Uszidunanizyu
=

Wi ka nune-ma/
Wo.ANa

W tnua o)
wrniléheialal

atiunTalfsuutas

-

e dung

uismansidsuudas
(E-mail )
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A5 U18AanISU Normal Change

N3y

AFIVABDUBAINUINNNTUAIULUAILTANUTUTDULAL D1TNE
ASELNUABITLUUIU

YYu v Y

nsenuuuresuAvelldsulUasssuukaglvigiedudyvn
AFURAYOUAINEIEIIUATINABUAIUYNABINTBUAIUIY
lukuurlesumindeyaliignaesazdindulvigesvaaniunis

whlusald

MU NATIZY

NTNTeazdunTEUANUA Ay karUTE I UNANTENUVBINTS
Wasuuag

MuukuNsasuLay e nsinesld
TEULKUNITEouUNdy (Roll Back Plan) lunsdinavesnis
LU?{EJuLLUaaizuulaiusiqmmi’mqﬂizmﬁ
ToafutiyniisuRaveumumenuausiuveUluwuuwosy

NB.@UN./NY.NB.NUN.TV.e-e0

fiansauuaroyiAnisiudsuntas nuniunadildainnis
Arsiiduadennlasunlas uaziinnudese szunau
wanzaufiszyhmsAsuasmunsiesveniel
nsdlffiansanudmavesnsilasunUasiiniuidss uazdana
N3ENUADTEUUNUIIMINENUEIATIE A NTUN 1T IMUINIS
TumsudlusUuuudunazooysiflmidnads

PUILITUNANTUNT

sifumsivsuutasmunsdose Tad1eds Suneuufoinms
MnununsAsuLUasoniRudmdsanduuisiedfosue
NAFBUKIUNIG E-mail
ninadunisauiiuUnandltdussgaiuingussasd
s duniusrudaunduiazudsliniig nuginsisinsiu
diotinresinadsitldnnsudlaluguuuududnass
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oo, BNUATNAANTTY Standard Change

Standard Change

(o]

& & i v
= iy witvallAeuuday € VBEDY due
i,

r 3
Mo
¥

i Standard Change 7

fe ange !

=

=

o

'z
&=

b ¥

-5 . - S wimanisarunias

= sunsasuilag > )

(E-mail)

A185U18ANT5Y Standard Change

N3D999
U

® Spgvenisavunuad

PUILITUNANTUNS

® psrvdeunisiUasuulacindu Standard Change n3alal
U Standard Change Tiaiflunisiaesuulamiunissoswe
® nsdllunsaniu Standard Change TviudadagTosvananiunis

AUNIEUIUNT Normal Change siol
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©.on. HNUAINATATIU Emercency Chanege

Emergency Change

KHIDIVE
Y

T . 5 Andunisnsanuuulasad ounami v
=T uasranlasuuias ROy dugm
n3EUIUN1s Normal Change
Nao

4

ar =i
- e b wdsmansRsuwdas
5 (E-mail)
L
& :
S ye=
= h 4
2 PO S,
% YaayfNanHun1s
e o 0
2 waruwlaaasas ey : i
& A audunsalBeunlas
(E-mail/Call}

'y

Y

< rrsanaiii g — e —

A185UN8NaNIIU Emergency Change

12 Py Y a o
Qi@\i?‘l@ $99U9N1SLUATULUR UL UULIINIU

Wi nonUne-ao/
D ANE

wheeufisiuns * s3a9geun1siUAsunlasindu Emersency Change 3ol
iy Emergency Change Iﬁﬁ%ﬁums‘uaauﬁaLU?{auLLUaa
LUUISSAUAD HE.aUN./HY ND.NUN U.0-00 LiBldFuaysiAudn
anunsaunlalaviui

n3eilinsemu Emergency Change lviudesiag3avaniiiunis
AUNTEUIUNTS Normal Change %38 Standard Change sinly
LA9HOH TBIVBNAADUHIUNIG E-mail NINNAFBUKEIAINITA
THauldnuiifesve Tg¥oavediiunisnsenuuunesy
faoLUdsuRUan1unssuIunIs Normal Change §ounds
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ARG nanssu
Y

WO AUN /Y Me.MNYeeo|  ® WATTmLazeydAnisiudsuntas numunaildainnng
AnzinAuddenisilasullas wagdanudewiessuuay
wanzaufayinsasuilasmumsiesveviselsl
nsdiifiansanudmavesnsiudsuuUasiinudes uazdana
N3ENUABTEUUNUININUIBNURIATIERALTUAITILLING
TunsudlusUuuuduuasvooysiflmidnads

LBNETD9BY
0. huunosuAvaAsUMAY - sEuuuMIlY (IT-FM-DEV-o= - sguuduinly)
. wuunesuAveldsulaY - ssuvasaEUWARUULURNS (IT-FM-DEV-o — OIS)
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KUY HUANITUTNITIANITNITAIAITEUULAZNIIATMUANITASAITEUUAIUNINTFIUTUA
(System configuration management and Minimum baseline standard guideline)

[

ngUsesA
= 1% = - S o a @ Y
o iely nUn. dnszuiunisaivAunsildsuluainisaeAtssuuidausanuuasnde
& I o A o
waztduluauunsgutuig nun. Aviue

AUATEUUENTAULNA

ALALATEUEABNNINDT

wUININISUHUR
0. MIUIMIIAMIITTHIANSEUL (System configuration management)

o.0. fpuaszuvaITALNA uaziauainiolionoufinned desrsAiszuuuazgunsal Toun
spuuUAng szuugudeya gunsalinietiedeansaineg ATANSRIANSEUUAILANASTIY
Fugh (Minimum baseline standard) uazdasdaldiinsnsvaounisiedivesszuudnass
(Cross Check) Tnevhvthausserilldsuseuvine

oo, fauaTzUUATAUA Lazipuaeieteroufnes doufutufinteyarien mudansann
vosszuuniegUnsaiiouslnefiuanBonatnetion il
0.0, WHURINMIHounauessEUY (System/Network Diagram)
elolo. T19alBYATDI815ALIT (Hardware Specification)
®lo.m. T18azDUATDITINALT (Software Specification)

0.0.c. maazlﬁmﬁuamfmﬁgwhmm ¥845¢UU (Configuration)

o.o. MIUAsuLaIMIIRIA LI UURRsdimIauHuMIUAsuuUasssdunansenunag v
uHuARUAIIMISU TN sUTISIansnsasundaslnede sueeyiAanngdsfutyw
fisuiinvouneusuiunisivasuuvaaiesainnisivasuutasdnaitenainaiuidss
WIRdINaNITNURDN1IINUYeIszUUle

o.c. $o9TnAUNITIURELLYAITEINITRIATTE UL Y999NgUNIARALIZUUIIUY (System
configuration version control) Inefinsinwieaasndeiisanuegaiiesme
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. MINMVUANITAIAITEUUMNNINTFIUTUF (Minimum baseline standard)

£ v

oo sruvUiiRmauazeondiiinadildonu fesdidvavigniowmiungmne

blo. foslanesn (Ports) nie lUslnaoa (Protocols) Aliifianudndusonisldsusiuis
msvandssnslinunedavielusinneaiiimuvaenfesmioguidsssenisliauloud

b, USUUTS Patch v095suudfifns ganduas wazisuiasvesgunsal lnguJufnuuwuamig
UAURNITUIMSIANG Patch

ve fesianilUsunsudesiuhianoufiuneivuiniesneufinaeiuitne (Mnanusofamdld)
wazavaeuhinisuiulgsgudeyabisansuiiunesinluneituiegiuwaznionldam
RE[GHG

o.¢.  WasuAmsTaK R (Default Password) wasemlndliinnududeusindonisaain

o5, Unmslinuvdenennoutndiléililaldenlussuuniogunsal

oo, Sodgldnusoddfunsinsaundvdlunadfuardndniddaunuanusnduriniy
(Least Access Privilege)

oo AResnoufiumeiuiiisuazgunsalinietnefeainisimuneliiensoriu Time Server
03 nUA.

b, MLV (Separation of Duties) Ingsifiunsna wHandl o d1ufl o LU
Uﬁﬂammﬁm*&mé’mwwﬁwﬁ (Segregation of duties guideline)

b.0o. M3AUUINISHarkoUNAATuT LTIy Wy nsaunexlmass (Removal of Compiler)
wazlaUndaduativayudliusnisaieuen (Vendor Support Application)

L@NE1531989
- laidl -
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WUIMUHUANITUTNISIANTS Patch
(Patch management guideline)

ngUsesA

o el nUn. dMsUTsIANTG Patch ¥8353UUUfURNT gondwls wasilsuuiivesgunsal

lain1sAIuANN1SAAA Patch laagnamunzauyiunisal

HUjUR
¢ HauaszuuaTAume
o Hauaisevignauiiines

wUININISUHUR

®. NAKATTUUAITAUMA LaZHALAAToUIEADNTIILABIABIABYATIABUINENTUINRUUSUUS
Patch 91NY0INEN TTRE9aLaLD

b, NsUsulsuily Patch asUsuusslndunesdutagiunsenestuniinnuatosuazdoaiiy
n15NAaaU Patch Nieanlninnasaneuldnuuussuuase Maldesdinisiawnunisiuasundas
UszillumansenuazdniunulAuauwImnUiinisuimsianmsnisivasundas Tngdeave
autiRangedudaunsuiinveunauntiiun1sivdguilaaiasainnisiuaguniasiaind1iena
WinANuFsvisedmansEnusien1sintaueasssuula

1INE159198

- laid -
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(Malware protection guideline)

[

InUszeenA
e Winly nUn. @unsadnnisnuluswnsuliusaIRaNeN @3 19ANULES e AR TEUUANTAULNA

LALLATDVUIUABUNILABIVBY NUA.

ARRISUUATAULNA

eXp e

ALALATEUEABNNINDT

WUINNNSUHRUR

o. ATvEUIATRIABNRNAeTuLT Rl AsTesAulUsuNsNlIUSEAIAR (Malware) wazliFa
ABNTIADS (Antivirus Server) Wegluaninnieuldnusdianauaziesuiulsegudoyalifa
Aoufmes i dutlagiu

0. fasilUsunsudesiubianeuinmeiuuaiowneuiumeuliisuasiaiosronfnesgnineiiiels
vhauludnuneituiiviila (Real-time Scan) Wefinsdnlwddusnldny

o, nrraadevilsunsuiostulifanoufiumesiignindsuuaiosneufinnesuidisuasiaios
neufinosgninglatimsusuusspudeyalisaneuimosanindesneniame susidedlsiuins
Yostubsaroufiamesiiduludagiu

LPNEI5D19D9
gl -

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. &o/00k



[

duil ol
KUIMUHUANITUTNITIANTIAEHY

(Password management guideline)

ngUsesA

o ilemuuanginamiwazauAuNIsIfusHaRuiaamienlunsidnldussuansaumne

eXp  eXp X

EA0)

999 nUA. TllAnusuaslannne

U3 minuLazgnIngves nua.

BAIEUUETAUNA

EA0)

LALASBUNLADUNUNADST

wUININISUHUR
®. NMIIAMALITINUTHANIY

6).06).

..

..

©®.C.

fdudestasimhuiitarmemlidesni  #dnws Tesznaudae
o.0.0. FdnwsiLdusiuiung

0.0, adnusTidusafiuile

®.0.0n. LAY UATONUTEHLAY

fduaavanidsnisiesianiu fol

0.0, TJo-ana vesuDMIOYARATLATEUAT

0o, W/ wasluasinsAiveInuLeIvsouAAalUATOUATY
oo MilTlunauynsy wagAfidesonisaae

- gufsnUdsusiai1ulninng co TUNTENINTEELIANTEUUAITAUNANINUA

wazazdedlithsiaiuiinunergudrunliendn mudenasmandssnisldsfaruiendu
AMTUTZUVIUAE
Jidnudesndauazinwsiasinuvesnuetsingalaglianviedudinsiasiiu liilawme
sarihuvesmuedyaradusuy mnsimiugnilawessnudsulwilaeis)
Hauaszuudoaruundunuasafivonligldauldsiaiuianainldliiu e ass mnszu
asaumatuannsafinuald uazdeslivanssianiuiifiuiasluvdeteulaliueiy
vsalala
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b. NTAIBUTHANU
b.o. HALATTUUAITAUNA UazhalalATeYignauiunesnesdiaulnydverldiuuas sianiu

v
o

sndumsUaendie waswdslidlinuydsusiarulraiuingsany

a

Wifugldailaensavised
IasUnaUIHaARIUTIAT

LPNEI5D19D9
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(Internet guideline)

[

ngUsesA
= o 6 4 a § @ Y 1 4 [ Y a
e edmuangunaEivazatuaunsidnudunesidaves nua. iluldegregnaedlinelviin
AEsee NUA. wagUfURnUNgMNIe vise seileutadsdudue) MNgives

o HUIMs nina wazgninaves nua.

s YARANIEUEN

WUINNSURUA

o. flinudumesidn axdealumingu gnins vieyaranieuen 7l nua. eyd@lildaudumeside
199 NUA.

b. MILUINAUveIldnuBumesiiln
nguil @ : Wiinawyes AU
sgfonlunidniiu ves nun. lnedsianinuuazldadasiluaudndildauivlied
dunsudn (ntranet) uagduaa (E-mail) 109 nUn. wéasindu Fsazanunsoasmzdouveldey
Suwmesidnlafiiuled https//computer.pwa.co.th wazidonwate “szuvamunideu Intermet”
nguil o : wilnauwas nun. Addsidsiawiney gndrsves nun. uazyaranieuen
wifnawves nua. Adslafisantdnaiu gndrswes nUa. uazyananisuenvzfesnsen
wuunesuvelduudumesiindmiuyananisusniiunisrududiiansoniisaudnves
Tassnsues nun. Tnedesldsuaudi@onn ne.aun./uy.ne.nln.a.e-eo niefildsunounune
Feazdavdinldauszuudumesidnues nun.

. nslfaudumesidnves nun. sxiimsdniutiuiindeyassasmeneuinmesvesldnuileuiin
P11 W.5.0. dnensnsyneAaiRiuRsLfwesfiTinUssnelday

< FevhunsldinuBumesiinves nus.
<o. Wualanuazldiurondnnifasifindvdng wazwenduaiiionazaiimundene

FOTTUUANTAUVANTOTEULATOUABNNIABIVDY NUA.
<. ufldaunamiivhdavanuuudeusniuanstuninesiluiFandulsilifiammidete
vioduledfigudsinute <.« eldesfumiuidsmeainnsindiauas

<. WaLauNY w3eg Streaming Content filiitAsadeafunsuftacnu Tufuuaznaiay
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<< wuliBumesinues nun. tiediulsifeglulssinnds delud
&.co. UlaAnsniy
<.clo. ulwdfiinmsinnsinsaifiiientu v1f mau uaz wezamn
<. Aulehaiun au1ans
@ Auledduq Mifedosiuafangrne viefnfasssu 130595

<& vuliBumesiinues nun. ieds nsgans vieuandnedoya dwielud
<.&o. Toyaidunrmduves nun. ldyanailsllizueygn
<&, [itoyadiuynnalaglilasuaunn
<& Toyaildriivatun eunans
<& Toyaduq Midumsazifinavanivesdifuives

& mstoniuled duvesa Buuen wie Social Network faaufin fil

&o. WuRidenunUamedoyaduiduanudures nua. wiouanannuAaiusuaznelmin

a 1
ANULFYMIEAD NUN.

&, Muasnquildnuiieingussasilunsuansgauninaululumsiin
&an. Limslideyadiuyanauuszuy Social network Fte1aneliiine1vgnssuneneuiiunes
5. wnglanudiunislddunesidalumietnsves nua. llunnlimingauvieenvzdmanseny

s nUA. AessgaugdeAudyuiluaenunsuiiud

LBNE15D19D9
o. Valfudumesidndmsunisnu/yaranisuen (IT-FM-SC-oe)
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(E-mail guideline)

[

ngUsesA

o ilefvuangunasiuazauaunsidauaamnedidnnselind (E-mai) ves nua. Tiduly
sgagndedlineliiAnanudemesio nua. uazUftRnungvne vie suleudetsiudug
fAgtes

o HUIMT uazninauYes nua.

wUININISUHUR

o. B9 E-mail agdeaduntnau ves nua. Wnefisdaninauuagldadasduandndildou
Vuled https:/intranet.pwa.co.th udawvii

b. MIWUINGUVRIITNY E-mail
nguil @ : E-mail dmFuduimsuazwiinau
By E-mail dhudvesiuimauasndneu nua. ynszdudu Tnendnauiidesmslfruasiesas
nzidouvelday E-mail Mduled https//pwamail pwa.coth uwagidoniate “ameidowmdu
AlgausEUY”
Nguil 1o : E-mail dmSuniogay
O E-mail v09mda89uszdUnes vietsuiiiduly Tasniresuiidesnislday
Tifamimuassuudsanudeanisléauniy “wouwesy veld/anidn/aefiui Suua’
winduderudenshilaidudldan E-mail danaries anunsaveunnglindnaulumiesu
Judldanuunuy
nguil o : E-mail dmFunsaifivey
Oy E-mail Avanilassnrsuiedantiauveldaudunsdiay tioldaulanizdiu
Tneludsamdomslinunu “wuurledy veld/enidn/veneiiuil Sua” mngudsaudesnis
LileUudldom E-mail dsnaraes anansaveununeigladeru gy dugldnuu

o, Gouluazdodidnlunslfuinmsvesszuy E-mail
. M3leusiain Email fidnudefifnutuney waruumisufoRnsuimsdnnis

SIERU

mlo. nsdifgldeuldsiari Email Anfu eo adilu e unfl sevuarssiutydgldaude

=

Jaaiun1slaufiuuu Brute Force eildldauazivsudeiauaseuy E-mail Liieviin1sila
Unyirldanusiald
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men. §ldan E-mail axldfudnasndefiuaruin o 6B uazarunsauuuIndligegn e MB
mniiefifldfudnassliifemodonisldeiu aunsoudsanudosnisdefiuaiiy
o “wuuledu vold/enidn/veneiiuil Sua”
me. flHn Email agldSuiiuiidaifudoyauuszuy Cloud Drive 1118 o GB dagfldeu
m&. liudesszingeTlunisld Email iiieldliiAnaudeniode nun. nieaziiadns
videainannusnaseldu nieiangvune vieazilindasssuuazliumannauszlovy
vidoouqn Widuuanusslenflubegsiannnsld E-mail ves nun.
o, flnufessuinvevlutenny suaw (des vieuiludoyaiidseanain E-mail vesmuies
o, fUIMTTEdUS s sheviefiousindull vienineuiléuseumneliguassuy
E-mail fiAnSds E-mail femifnauynaulu nua.
me. N15LHUINT Email Dguaszuuldufiinie nsudidienisnsziaauiaieli
panfinnesfivsznialdsiu fidudquaszuvasldduAinveudeninugymnisnie
amudemevesdeyavisutiudeyavesilisunsdiinanuidemesuiidesnainglday
. fpuaszuureanudnissiumsliuinisssuy E-mail mnesawulunsd dwiolud
... MIlTuveslinudiiiunioazdin ngvane sudeutetsfuuazFoulunnsls
UIN3
.o, M3ltauvesdlinudieliinnansemuienmsannisliuinisveaszuy E-mail
103 nua. vietymiuanusiuasasnse
.o, AsAElFliimsdldnuszuuiiu o ey
... NS ndufeniigednumieudlussuu E-mail ves nua.

LNASD1999
o. WUUNDSY vald/andan/ve1enun awa (IT-FM-Mail-oe)
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(Virtual machine system guideline)

ngUsesA

. LileirueangnaeikarAIuANNMSItUsEUUIATEIRRN WM SuYBLailow (Virtual Machine)
w04 nUA. dmsudguassuvasaumenes nua. Widuluegagndeslineliinannudeniy
s nU. wazUfuRnungrane veseiloutedsdudu MNeives

.« HRuATTUUANTAUMA

WUINNSUR TR

@.

Huel¥uIn13IEUL Virtual Machine
o.0. HouaTTUUAITAUINA FanadYILdinnig EIVauazansauma) ansavelduinislalaenis
nsonuuUHesLveliUINSIATeY Virtual Machine wagdaviduiinveesifnislénunuasny
dlel@suousiAuds fliinmsindosmeuiimesusidiaaiiouazdiunisaiiaaios Virtual
Machine 1w
olo. Houasruuasaume diansanaluladansaund o-eo amnsaveliuinisialagnisnsen
wuurlasuvelduimaiaes Virual Machine TasfifiAendes fadl
oo, Univiniseenfiuned fimuvaua sruumsaumaiia3stuuy Virual Machine
elolo. IMuUInITABNINes §ii1suIn1sveldiuves dnivinisaeuiianes
el H81urBNITNUNAlUlaTAITAUNA o-00 HNAITU/EULH n1sveldiruves
Fniaugliuinisiaie Virual Machine 9zdauauisnisldauszuy PWA
Private Cloud %s52UU 92a3191A304 Virtual Machine T¥8nlusfi
;ﬂﬁu’%mi%{fmm%'ama%a Virtual Machine laganassnsnensnigUsedlanananadiion (VCPU),
mhoausadion (RAM), fufidaiiuteya (Storage) Tfudvalduins saufsssuvdfifing
auguuuAimmuaninglduinisdesnisivdsuntasguuuuuinis wiedesnslsdnass
n3nensidiy flvimsdesiuiiunsiewemuiigliinsimuauarseysunuuuinsidosnisiml
Fatglvusnsssinsanudsuamsliuiniednasminensmumumnga
diuinisagdniunsairanissneufiomesuivisiaieuiifissuuufiinag (05) uarlusunsy
Jostubhifarauiimes (@wsussuuyfuinis Microsoft Windows Server), svuudisesdoya
wieuiainnsmeAnsruusag Wesudmiussuuufoinig 0S) wagnsdiglduinsiimusuiu
dodldwendiafusnmiionndigliuinisdawdenly dlduinistoadudiamuazdiiunmsings
LaTAIENaUn 185 uRRYEUAMAYANS AT WA

e
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N13U3N1552UULATEYI8LATBA Virtual Machine agl9inune1ay IP Address LA38%18 Intranet

ity ngliuimadiosnislinueadotedunsdossraunuiunumugussuuiaierns nan.

\ievonneLay IP Address Tiiuin3asnaufiamesuddieiasiounazaadaPolicy Firewall Tunsdl

fisoansle Ports MiAwiiuenmiloan Port o, eem

AlTUTNITA1N1T0UAeANABINTIAEARATEU Virtual Machine ¥1Mn15 Snapshot Guest VM

Aouddunmsusuysslusunsy vieUsuUseszuuUfoRnns (Update 05) titeldluntsgauszuy

WNsyuvaTAUmARnYRTe

Jliu3nsia3es Virtual Machine azfosufiRnuulouieaiuiiunslaoafofuaisauma

99 nUA. NnUsensiidndny Rutelud

0.0, WUINNURUANTUTINTNTIANSIWERIY (Password management guideline)

Slo. WUINNUGTANMTUITMIINNITTAAINNAINNTOVEITPUUATTANA (Capacity management
guideline)

gldunisazdedlailéuinisszuy PWA Private Cloud Tlumsiiinnguuneviedasoninuasy

Sevsesnierassausuivesussrru suviadedlinssyhnseshamisedidla dwielud

do. \Juwmainszaeiomeunsiawsioduwadiidlunsansrdelaufszuudug

oo, Huuvaildlunissi Phishing iewoualuedeyavosrdu

a.on. Wunsludnuneiidu Peer to Peer BitTorrent uag BitCoins

o.c. Wu%mﬁswﬁul%ﬁﬁﬁﬁLauaéﬂﬂmﬂgwma, AN, ReRasTsy vSednsaseileurea nua.
lufidswdsdoauneunns maviliidudems sufamadeudeludaivleddnunsiie

w.& vuiauszuunsliuinig Video Streaming dwiulNeuNsAoaINno11915 $2mdannsnsziin
Flalmianzausngg

oo, HuuvdunsunisUnmuesidu uarnwiuduamiliieannsdateniedauasineiingg
yaBidnnsatind ietsnsdulafiesriliiBuiudededes gnaviu gnindendaialdsy
ALOUDNY

oo, \Juunaeiildlunisvin Commercial Mass E-mailing 3o "Spamming” laid1nsdilae viedu
nsdslavanluddmagdulaeddulaldve 3o dluds Groups Mail User msdsdisialng
Tifogdenduitlifadaniednugsia nsdsdeanugnldiiiessiliiAanisneundy
SuaunuariIds Fomumne e 11J€J’ﬂ@j’5u s

oz e liuinsifedesturenduianguunennussiansluGaunuanalnd duq
finenemmaudsaensidgunsal Tusunsuviedoyafildlisusynymanidnues wansasi
wagnsaztilndnsynindaunmelegn
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o  (HuundwiAanssulag AnelfiAnnisdlunguuielng nienguaunesenineaUszina
viovhliAe Araiuneseanit 9@ maul wisamndnid ie dsauvily

¢.®0. iﬁiaﬁ‘uL%Uisﬁﬁﬁﬁ’lmil,lﬁ]ﬂ%%"éﬂﬁ‘i_l%mﬁ Free Hosting, Free Image Hosting, Free File
Hosting, Free Blog way Backup Server fivhliUsyananmees Server anas

o.o0. Hulvditmineinsvesgliuing luuandrsuiasisuzvulaomly Tnglildsueygyn
Wi E-mail, Web Space, Database, download, proxy

oo, Fuludtaiundennudendsliu nun,

<. flisudes fofnunguune wleuie sedou dds duneuuazuuimsufjiaiiieitesiu

musiunsasnfesuasaumaes nun. mngldanulEuazievieenansliiineudemeun

nUn. videyaranisyaaala nu. %ﬁﬁmmflﬁﬂLﬁumimﬁﬁfaLLazmmg‘wmaLLd;ﬂ%’muﬁﬂﬁJu

AIUAUMZEAY

WPNESNNYITDY
o. WUUNDSHUBlTUSN15AT8IARNRNADTLUT8LEL DY (IT-FM-VM-06)
©. BWUUNDSUVBLUAURUAINSNENNT LASD9ABUNIMBSWUIELETDY (IT-FM-VM-ol)
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(BYOD : Bring Your Own Device guideline)

[

InUszeenA

o LiBanANEERINAEANAINAI9° dulznalAiinaUdsnIeIInnIsingunsaldIuyAAa
WU USEUUENS AU ALAL LA BUEABUNILADS VR NUA.

o HUIMS NN wazgniINaves nua.

¢ yYmAanIgUan

WUINNNSUHRUR
fuims wifne gninaves nua. uazyaranisueniithgunsaldiuyaaa oA Laptop w3e
9UNTAIRUUNNNIYTARI99) 1w Tablet, Smart device 1Uudiu Wnnldussuvansawne nie
\wSetuneuRmesues nun. Fosufun feil
o. FO9Hn13UTUUT Patch Y0953 UUUHURMS w38 Firmware Tidunestutlagiu
o. fosiamiiusunsutostulbiareufiaumes (mngunsaiiuannafasald) wasdessuinelhdunosdu
Tagtuwagnseuldauedias
o, Walgunsnfduyanadeudadniuinietisronfiunesues nun. desidums fuwielud
m.e. LenszviAnngvine videileroliiAnmnuidevneuiyanady
mlo. tiesndudeya (Packet sniffing) aunuipietiereuinimes (Network Scan) ¥38191e 53U
(Hacking)
< winasaaeunuitgunsaidruyanafiiiunldeudimansenuniensliinanudenie
Tunmsdnldussuvasaumanioiniedisnouiinnesves nun. yanradildsnugunsalfandtn
wiondufSuiinveudemudsmefiintuiuanua vy

NE1sANeIUDe
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UlgUILNITUSUISIANITNIT5NWIANULUAIUAANY IUNISANARHRES
(Communications security policy)

el nua. SunufdalunisuimsdanismsdnwanusiuasUaendelunsindedeans
1Al NI UENLATTIBADLRADIAIUANAIAYVDITz U wazdin1aidnsyTenisldaunsneins
wietneroufinnoses nua. danuwieuldldednsdeiiesdnisdsdiunnsnisaiuaunisaislon
foyaszwhemhsnuidledestuteyagniamelnglildsuounyn Ieduumisu foR Gl
o @il o waftimsuimsiansieietieaoufinnes
(Computer network management guideline)
o dwilb uumeftinsaieleudeyaasauma
(Information transfer guideline)
o dil o uuamefiimsudaiurdemsunsdeyatnanssuausiuasaondeluiues

(Cyber security information sharing)

d7u9 o
WUINNURUANISUIMSIANTIATRUIEABUNINDS
(Computer network management guideline)
ingUszasn
o faUsmsIansiATengneumeses nun. TuiauduasUasnse

o iahsyianslansnennsiasevigmsuinesiriausanseultanulaeganaLiio

HouaATeYngnauiunes

WUINNSUR TR

0. HauwalAIaYIgABNiIlAesAoALiuNITeRNLULIATEY I8ABNTINESIAELUILENLATEYNY
maufiineseantlungus (Segregation in network) AuanwazNITITIURAZAIINE Ay
szuuasaumafioNadsranszvuiensalugsiavesssdns IngliufuRmuuumiaufoanis
AIUANNTINDAATEYIEABNTILAES
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. HouanIatigneuianesfeiiunsauAunsIaduIaEmMsinwIANLUaenfsuLATYNY
ARUNILMS (Network routing and security control) taglvufUAnunuinisufdfinisaiuay
nsndaesevigneuiames
faualaiotnensufinnesfesimimugunisifenseifiodiluuimsianisiaiesnoufiunes
widnsuargunsaiindetnelasimualiiaIesneuiinneiiatnsadeudoazdeuiuniaa
fananedesespuassuuasaunauaziguainietisaeuinneinieliitduisdoiy
dauaedevisnouinnoifosiniunsiaisenismeidounsneiay IP Address ilolddmiu
syyiadnsmaNfialnesuaing gunsaiiaTotne wiegunsniserasdus (Equipment Identification
in network)
Hauatniednsneuiianesiesdniunuiinisidendeinioveneufinmes (Network Diagram)
wazsouinsusulgmumulidutagiu
Hauaindetieasuiinmesiosdinsidisy TuaTetenonfiumes (Network monitor) titelviiulain
\setnemeniameiues nua. ansaliuimsldetnaseliles
suninendfldfiduiedostunisguaniodisaeniiunesfnsssy uuieietngdumesids
(Internet), syuutasoungliany (Wireless LAN), szuuinIedngiaiiou (VPN) Lagiiuuiszuy
Aetneduinfaduardoudedniuinietisronfiunesves nun,
usalusunsumenfininesuszinndndudoya (Packet sniffing tools) ndelusunsuuszinn
YAFBULINZIEUY (Penetration testing tools) 8ntiulA3eIvesfiguaszuvasaumaLazgqua
wwiotrgaouinnefidanudududedddmivjofnulnededdiveyyinain wua./
ND.NUN.Y.0-a0 VBT UNOUMING Wuanednunidnys

- mniimsdfudeiud o-< uagrevieenanelfiAanuidemeud nua. azfionsandiunis
maddfouazmanguneudgldendiniunsanumnga
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(Information transfer guideline)

ngUsesA

P LY a £ A & U
o LWEJ{]BQﬂUﬂ’ﬁL‘UﬂLNEJSU’EJHGH’WEIUL‘VI?W]L‘IJ‘LIF"I’N&J@U‘U@Q nun.

¢ Wweloya

wUININISUHUR

®.

Lenans wendwaf 1nddidnnselind uasdeyamsaumaiioglusunuudug Mduaiiudy
v01 nUa. Feslsigndsseliifuyaraviemhesuneuenifienguszasddulausnmiloninnisvhay
vomsaniugsianlaueyaavidensunneangisdutym

ns¥u-dadoya tenans wendng vielnddidnvsednd uazdeyaasaumaioglusuuuudug
Aduanudures nua. deslddunisdrsiadu lasufiamunumislfiinisuimsdanis
nsisiaduteya wazdedldsueyiRangtdutyunisisiuaeyifeduduasdnualsnes
desasunulutuiindonnasiiesnisinuanuasadsvesteyaasauma (NDA) seming nua.

1

fuyanansaniigunatsuannouniswanildsuenals venduds IWddidnvnselind

[

¥ d' I d' d' < [ d' [ a ¥ d' o
LLawayjamiaummasﬂugmwuauﬂ MUUAIUAUYDY NUAN. LwaﬂaaﬂumimmLmasuaaﬂawmmy
Y4 AUA.

1@NE1581489
. Uuiindonnas 3ee Mssnwanulaeasisvesioyaasaume (Fwvuuaranieuesn) (T-FM-NDA-ol)
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(Cyber security information sharing)
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InUszeenA

o ienmuatennatdsunIskusduniemeunideyadiransiuauiuaslasndelaues
vanglukazaieuen nua. ldegregnieamuiinsgiuaing

'
=

wUsturasIuANLIURsUaanse lawas

WUININISUHUR

o. nsfmuatennasdmiunisutsduniemsunideyatnarsiuanusiunsasndeloiues
(Traffic Light Protocol: TLP) a¢ilnsuisdrfuduanudunioninuasidondouvestioua
Joutsnuussnnuesd @ Ussan fail

G 518421980 NSHEUNI/N58 96D
GIN - Wudeyaiiliaunsadamensameunsld |- dSudeyadaslidwounsnIodesie
ag19971n laginue Tlanggniiansla | deyalviuyanalag ueninieain
TLPRED Sudayansruuinty Fetayaninaniaiu | igdeeyalassyls
@ \WNetasiuteyadiuyana viodamanseny
dan1sanduay aududiuds was
YoLd89U898IANT MINTBYARINE1INGNTI
ganly
dwdos |- Dudoyafiaunsalamensomaunsle |- Jldsudeyaanunsameunsviodase

98199110 lagnmualianivesans |Yeyalvnueedans niigau wsengu

TLP:AMBER v

1 A 1 A a ¥ A o [ ¥ Y &
Mg vienguuAnaiineItedaense|yanandnlunesdivintdy (Need to

O futeyansruindu Sedoyadna1agnld|know basis) LitelFanunsnilesfude
dmiunisudly viedestusgnaiumis|anaumslsvesfienaiiatutumiiag
lawues wionalnansznuaen1TAN LY | UAEY uazaeIUfUuRANTaTIAR
anududiuda wasdeldssvosnadns | ffddldseyliosanssain

vndeyadsnanmgasiesnly
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28199190 1AYAINUALALANIENUIBIU
aelu nIesninamiisauivindennas
$rufunsnuiingu Fedeyasandrignld
dmsvasiennunsentn vsen1steeiude
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NSLNBLNS/N5E 96D
- AlASUTeyaa NI TANEWNT YSodd
dedayalinunilgaruniely
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%
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SAUAUMNUU

dv/ldsala

TLP:CLEAR

- \Judeyaiianunsnlamenseimeunsg
a1s150uzle %a%a;&aﬁmén%ﬁaalﬁdwa
nsEnURe N1Iaiuay anududiud
yfedeidosetesdns uazynna

- HiASudeyaaInTaINEWNIviTodwe
Payalvnuaisisaele uddesegniy
Tandnnguuieseninassinauas
ngvneaelulszimaiiAeades

. YeandmsunssuilunsaiewnsteyarnasnuauiuasUaenseluiues

YBIN1INTHINLHDU

=
INYastEn

®. WNULBENNTTNS

o.0. AI3MMUAATBMINEY (Label) dmsu TLP Bludeides (Subject)
Larliona (Body) 909 E-mail lnelddasnusialug wu
TLP:RED, TLP:AMBER, TLP:GREEN, TLP:CLEAR WHudu

oo, Toyalu E-mail Useiaw TLP:RED way TLP AMBER fiaslasunis
W1SRaULUU PGP (Pretty Good Privacy) #3en1sunsiaauluy
sULuUBuaTiiinmdasade Wletesiudeyanidunuduiilva

o. lWdenans

©.@. AITINUAATDIVNNY (Label)

dwsu TLP 13lu Header lnganslii

YuYvauanans uagludives Footer el inganananaves

LONANT
NCS eader | TLPCLEAR
- ThaiCERT Infoshare
a nuY AudyY SEEUMSSINIANLTUAVUADAAUS:UUADURILODSUHONNE

Us:13udonisil 18 wueu 2566

NCR USENENGIHUGIUMSETS:IDUUDVAHSTY 29nUdugud
ArULY AUGTayadnwdalavloed 3

21NNAU Ransomware NdGaldevs

Payments Giant NCR

lau Ransomware

WoaduaH

wauNMsONoUAAIe Ransomware
vldsulasaadinsunsl

duddonald

wlevisiazwimauuansldnueiotneaeuiawesuasssuvasaumaogslasnseves nun.
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Dominic Alvieri Un33sdundiudaaansnmolviuaswuindadur 15
wuwiwu [dolwadonndu Ransomware K3aR$InAUlubD BlackCat, Alphv
ua: Noberus Aldguiasandrsumslouddonard vuSulud Tor uddoun
Twaddonangnauaaniuagosialds Bonduldaulwadoaniuitavonldsu
mMsaacaoINcuNuLaY NCR Ioanauém)ﬂulc'iuluvuaua NCR {a 9 udo
uau_aUs.mmtdumu)umnnawmsnlummﬁonnsaqunm NCR [d Goon
msaulwad NCR aanoniSuluduav BlackCat udaaolftRuldsinonisisums
10sUAD uazowaunsMmlsiwasinnuamarivdR:ldsudsuonnmislbud

fod ngu Ransomware BlackCat umdoumﬁquwnnﬁnwu 2021
ua: Uaouuuswuamﬁamnnn 300 s 6onauuwuﬁ§anfumslouﬁ
uhnuwnl0uu§unmuanamnssu

AUNUDOUD - https//www securityweek com/payments-giant-na-hit-by-ransomware/

.o lWddeyadidnnsalind Uszuav TLP:RED uaz TLP AMBER fadlasu
NSSTETULUY PGP (Pretty Good Privacy) wsenisidsviaaulugy
wudu Aanuvasede edestudeyailidumiuduiilua

b Yoyalusluuuvensgaiy Useian TLPRED, TLP AMBER
ey TLP:GREEN qgz@astimsUasiunisngs wu ldsesUanilnuazdes
Jadivluanmnadeniifinissnwanuvaende
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(IT system acquisition and development policy)

A § v a 1Y) @ =~ < s
ol nua. Awuuuny wwsgulunisdamusaznsimunssuuwmalulagansaumeuaziuled
TdauiunsUaonsie Tneduuimauon fadl

o @il o wuIURURNTIINIRasiRuIsEUUMmAlUlagan saUme

(IT system acquisition and development guideline)

o @il wwUfiRnsinemuiuasUasnsuvesiuls

(Website security guideline)

duil o
wuINNUHURNTTmuasiausTuUmAlulagasaumea

(IT system acquisition and development policy)

IngUszeenA
o WinlmiuladnnszuiunIsInIkazNIsSHaILISTUUWALUlalasaumAYes nUN. dAnusTuAg

Uanany

o WUNIUVSONUILNUNTEIUNEITRIUNNTIALAENAUNSTUUWALUlaDaNSau AT nUA.

wUININISUHUR
®. N1IINMITTUU (System acquisition)
0.0, featmunmufeImsiuausiuasaenselngszyadudernun (TOR) Fsileaziden
oehation fail
o.0.0. fosfuinuulousauiuasasndon nun. dvua wu Tunsaliffuiadiis
fufiddy Fosdndunismunuand ¢ ulsuisnisineiauiuasuaoads
NNIYNINLAZANINUIAADN (Physical and environmental security policy),
violunsdligsuiradidandetnsuaznisdendeinietng desdifiunisniumin
7l o WleviensmuANNItnds (Access control policy) LHugfu
0.0, fosasumlutuiindennas 383 n1s¥nwinuUasnfsvesdoyaansauna
(Non-Disclosure Agreement : NDA) Lﬁai’jmﬁ’umil,%t.ma%agaﬁuaq Aun.
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o.o.m.  fostrualitinisUeagedlnivesszuu (Hardening) WisUnteslissuufianusiuag
Uaansiy

oo AosfunnukazseniuUfifnuulonis nnins suleuisujdiunzeiions
YR muﬂﬁiﬂmmmmumﬂaammJ'eN AU, 1.5.u. Msfnwianusiuag
Uaendlmiued uazngvaneduq Mifendesdisleglutiagtiuvieasililuouan

doatmunanautivessuindlasszyadudarimun (TOR) SeisuasBonoehation fail

Y]

0.0, AuaNTRnUNNTUTYTINa vse nUa. AMvua

o

=

ololo. TUsvaunsaiwariinnudeivigludesdiingia

ol.m.  TlUSUTRIMIIAIUAN BTN TNAINUINTFINAINANTONINTFIUA WAL UL E
ansauwe (Certification) ldsunisseusulneiialy

ol Tranumsindliiumhsaunens $5iamia vie tonwu lusmdiindis

nsinsardninasin1sdate-Sadnwisenisldusnns Cloud Service annsuanesing

Tunsdififinausnfulunisindo-§nins Cloud Service anmsuonasdng fiasuaazies

ﬁmiffmumiuﬁigfgwmia’]’wﬂﬁmamqmw&Jaslﬁsmmmﬁ"umﬂaamﬁ'manms%’m’m

Tnefinsanitade sl

oo, MIENELMIINge (et wu wWiliviewnde Wudy)

omlo. M3HUINT (Bnfeeaty Tnquszasdifiethludafuniouszuianadoyanes
iz‘uumiauLwﬂﬁﬁﬂﬁmﬁaiwﬂﬂsqa%’wﬁugmﬁﬁmmmiaumﬂ)

o MIVIMMTIAMsUIMsvSemuiunsasafevesilsiuinig

@< NISYAEANUTNG ﬁﬂaiizqiuéi’f;mmﬂﬁ%’w weLenaNIou o 1w MOU

b. NMTRAUsTUUWALUladasauwme (IT system Development)

©.6.

..

NN3TIUTIUANABINTVDITLUY (System requirement)
Fususanudosnisvesssuungiiieadosimuaiiolldnudoinisiinseuagu
wazafrannuilensetuseninadldanuazgimunszuudealdisnsnusuay
Foansiinannviane fail

b.o.0. NIAUNTEAIYARA (Personal interview)

.ol ATIATIERBNET (Document analysis)

w.o.m MIlUgINYUENNTTIUAS (Site survey)

N15BBNLUUIEUU (System Design)
mseenuuusEUUfasinmsoenuuuilaidunasfeulusiieg fulszansamdinsnuainy
Fosnsvealiaruuazmiegsia (Business unit requirement) TaEen1sAUANAINLILAY
Uaeasauil nun. fviua
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.. NIWRAIUITZUU (System Development)

©.;.6.

©.m.lo.

©.on.on.

©.m.a.

finsudauenanImuIndoNvessEuLasaUNATiiALA ey Insusnanmuindey
AlddmTunisiauiuaznisnaaey (Develop and Testing) 80NN TLUUALH
U3n1593¢ (Production) tteannansznuiiotaistuanmsthiussuufiliusnisess
AuANNsindaaTeiiflszuuiiliuinisads (Production) wagia3esdilildeguy
sxUUluUIN13939 (Non-production) titetesrunsddalaglallfiueynyn
fnszviunsioniesdelunismuauneifuresyadmdsildlunsiamnssuy
(Source code version COﬂtrOl)
fnsmuaulallidnisfasuedosdieflilunisiauiszuy (Development tools)
wavipsesiontalusunsy (Compilers) Huussuuiiliudnnsass

b.@ NMINAFIUIEUU (System testing)

©.c.6.
©.c.o.

.. m.

b.c &

b.c &

b.c.D.

©.c.0.

Fesfinsaeuymuyardslunisdsulusunsy (Source code review)
AealinsnageuilandulaznszuIunTaaunu (Test case) vasssuulinsaungy
LAZATINNUAIIUADINITVRIR LTI

Fosinisnaaeuusean3nn (Performance testing) e liiulainssuudiiaun
fiusgansnmuazanunsasessunsldiuangldenundens dududwaumnla
#038n1911 Data masking Lﬁaﬂmﬁ’uﬂfli%’ﬂwaﬁuaﬁagaﬁﬁﬂﬁ@ﬁﬁwlﬂiﬂumi
NAFOU

Aealin1snaaaun1sUIveIteya (Input validation) $1u04RT39@0UYDINT
viogaseuvessrUUTiaLLazdlunsUuUTuA Lo lUlUI s uusTUY
filfanuass
fimsdaviddeuazdneusulvgldanuianudilafiandunisinaunaznisldau
EANIREANIGRERI]
fnnsdaigiionazneusuiumeialifguaszuulianunsaldenazudlue
syuuiadgmla

b.¢.  M3TEuUTUlEuass (System Deployment)
AedinTzUIUNITNee Tunsinssuuduldnuassogeusy fail

©.¢.6.

b.&lo.

AsthsruuTuldeuadedesiinisiuaunisdsuslasUsziiunanseny
pausUFTRmsuImsianismaasundaslnefesesyiRangsdu iy
fifufinveuneusiiunsasuaniominnsasuasnamenainnnudes
WIDANANTZNUADNITNUVDITZUULA
dosfinsudsligldeundodiifidmAndestussuunmunnadanousiiiunig
Wasuuladlas fidamansenudenisldiuvesszuy
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b.&m. 1N13AUANIBSTUIBIgAAIdILazlausITAuatuvasssuuwaul (Version
control) lngdpsmunundnsmsiindisanizgnlasusygyinmiiuu

LONE1591994

0. HUMNUURlUNMITRIITEULNUANTAUNA YodasUmAluladanTaLNe
wuunesu Wauszuuaulnd (IT-FM-DEV-oe)

wuunesH Wanszuunulng - nue. (IT-FM-DEV-oe — NUT.)

WUUNBSY LONaNTANLABINITHIENY (IT-FM-DEV-ob)

WUUNBSY 88ALUUTEULIU (IT-FM-DEV-om)

wuunesu ageulusunsy (IT-FM-DEV-oc)

wuunesL Vel User/ude3unns Transport/Deployszui/Upload Reporting
\Wasuulas database/iiiu Role 19 user (IT-FM-DEV-0&)

wuuesy USuusuenansaile (IT-FM-DEV-ob)

«  WUUWBIHN duena1s8udu (IT-FM-DEV-oe)

oo. WUUNedu AeUdsunas - szuuialy (IT-FM-DEV-oc - S2Uuill)

oo, WUUNESY AvaiUdsuutas - OIS (IT-FM-DEV-ow - OIS)

ob. kuunasy Usuusalusunsy (IT-FM-DEV-ox)

oo, WUUNBTH USuUsalusunsy - nuv. (IT-FM-DEV-ox - NU.)

= U A3 &

&
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(Website security guideline)
ingUszasn

o elinsiawduledves nua. IanusiuasUasnionuunsgiuana

LY =) ' Aa a v v @ 13
o WUHQ’]U‘VITQW‘U’JEN']‘LJVI@J&’JULﬂEJ’JSU’EJﬂUﬂ’WWGJ,J‘LHL’JUI‘UG]“U’EN nAun.

wUININISUHUR

o. NSHAUISUlA RN ST UIUNTIATSIIUTINAMUEBINT5VI5EU (System requirement)
N1599NLUVUTEUY (System Design), N1THMUITEUU (System Development), N1SNAZ0UTEUU
(System test), n5t1szUUTUlFIua3e (System Deployment) T uRnuuuInIsU RS
JavasimuszuumAlulagalsaume

o. Maiauiuledliianuiuasiasnasiy (Secure Coding) FasiiiBnistiesfuuagiuiefunnay
Tugtuuusneg edstesnsoungulssidiu il
b.o. Midaaiunslaudluguwuy SQL Injection
wlo. Midasiunslauiluzuuuy Session Hijacking
oo, Mydaaiunislaudluguuuy Cross-Site Script
.. mﬁﬂaaﬁumﬂauamﬂ{]fgm%’auuaé'u%"ﬂm (Sensitive data exposure)

LBNETD9BY

o. WwIgIuMIinyATuasaeadudmiuivled

b. 1mIgIuMIinwnmsiunasadudmiulusun s segnduuiy

m. gile How to Secure Your Website vasdninnudaaiumaluladansaumaissmadiiu

RAUBLNG
AINT0ANUINAALNATONDY e-m WA https://intranet.pwa.co.th/help
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(Third party management policy)

el nun. Suwmelesiudeyainiianudidues nua. sluasendnisuen waziluluaiy

[
P=1

Jonnadisesnisiiuinwmnudundavinlisening nua. Augliusmsaneuen Inefuuimeufon fe

o @il o wIMafUansuImsianmsgliuinisaieuen
(Third party management guideline)

dun o
WU UANTUTMITIANsH iU Nsateuen
(Third party management guideline)

InUszeenA

[

o ennuatennatiazdesdudayaniaiudifyues nua. SHlualuseninanisufinnu

Y

5

L= a v A& LY
ﬁuamﬂﬂamauaﬂmauwwLﬂu@ 8UNU nuAn.

o

o wiinawres nua. Mluiuszanunululasinis

¢ yYmAanIgUan

wUININISUHUR

®. YARANIEUDN M%au%’wﬁtﬂuﬂé’ﬁgfyﬁu nun. dosasuinly Tuiindennandesnisdnu
AUUaeAiEUDIaAaTTaWmA (NDA) Lﬁaﬂaaﬁ’umitﬂma%yjamm nun.

B, YAAANIEUDN M%@U%ﬁwﬁ@uﬁjﬁm@ﬁu nua. Fessunsivkazyfudiniuseilsu JedeAu
warIaNSUHURUA99 vas nUA. B81ATIATH

. 5¥MINeNTUSURNIUVRIYAAANIEUEN wioussniduaduyaiv nua. desdintnauves nua.

Y
(%

Adugszaunululassnmsaosmuaunsufiinunasa
& MNYARANIEUBN w%au’%ﬁwﬁﬂw‘jﬁmmﬂﬁu nua. finnudududeadnldaussuvaisaune

vioszuuintetsRonfinmesves nua. Trudsmnudusiontdnauves nua. Miduguszaruany

TulassmaitesiiunsvesydRanguimsniisiunaeysianeld
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& nua. veanuanslunisnsivaeunisvinauvesunnanisuen nseuseniduadyyiiu nua.

U A7)
& 1 a

saudanisifinaeudndnieg lunisdaldaussuuaisaume wiessuuiaIevisnouinmes
294 nUn. mnnuauRaunflaglifesidslimsuaiemin

5. N13nevilaf veIyARanIBuen w%au%ﬂ’wﬁﬁu@jé’@@ﬂﬁu nua. AneldiAnanuidenie
v3eazilintennas niednyaeneg Aldviisautu nua. yaranisuen %'%au%ﬁwﬁlﬂu@jé’iyzm
ffu nua. FessuRinveusemnudemeiiintuan

1aN§1581489
o. Uunindennas 581 Nsinwanuaeasievesteyaasaume (Fmsuyananieuesn) (IT-FM-NDA-ol)
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(IT incident and problem management policy)

Wiald nua. dkwinelfialunisusmsdanismanisaliaunduazlyniniumnalulad
arsauwme Weliausadnnisudledgmlindudluanimun@ldediesinduasaiunsonianve
vaadgymisiedesiunsiintugilueuian Inediuuimnal iR dadl

o @il o LwIMWGTRNTUIMIIANTmANsaiRaUnAnumAluladansaume
(IT incident management guideline)
o @i wuMRUEnIsUIMIsIansUanumalulagansaune

(IT problem management guideline)

duil o
wuInNUGURNsUTIMsIan1swmgnsaliaunddiumalulagasaumea
(IT incident management guideline)

InUszeenA
o ey nua. duuimdlunisuimsianiswanisaliauniniunalulagdaisaunagesiuia
Wnn13alAAUNAIINAEANAINNIYLUBSTIDNAAINANTENUABNI TN UYRITEUUATAUNA

WALLASBUNLADUNILADS LMD LN

U313 NN uaggndnaves nua.
UATEUUENTHUNA

LALASDUUADUNILADS

°
eXp e X
e

e

e nasrnuTumsannielaiues

wUININSUHUR

. wnnsaiRaunAdumaluladansaume (Security Incident)
nuefs wmgnisailag fiAedundedanuieidesfuszuuarsauna infetonenfinmes
srvvanssyUlnaiugiudiuansauma fidsmansznudenissnwalnudu (Confidentiality)
ANUYNABIATUNIU (Integrity) AdunTauldau (Availability) vsedamansenunen1sliuinig

AUANTAUNALLIINING FIT

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. 0/o/00k



o.0. WANsaaUnfsumAlulagasaunanlildiiaandoanauleues

svuu/gunsal MAsaumalulaBansaulne (System/Hardware, Software/) laiansnsa
Tusnslamuund

svuu/gunsal MAsrfuarsisyulaafiugiudtuansaune $gun wWu suulain
sruulsueIna szuudanse 1udu

ANURANAINIINATNTEVINVBIUYYE

WAN1saiINAeiURnIa esIINYIR

N13YUYNUILYIIY/N3M098198

N5y asidia wasluufuRnungurue wioszdeutaUinur0909Ans

Jue

olo. aMsaiiaUnAdumalulagansaumeidanndoanaiulsiues

9

TUsunsugasny (Malicious code) 441 Virus Computer, Ransomware, Trojan, Worm,
APT <121 1Jugu

nsifssguvatsaumne Joya taelilasSusugn (Unauthorized access) 141 SSH
Access from Suspicious IP, Inbound Communication With Blacklist IP AddressiUugu
nssuMuULazyliszuvasaumaliannsaliuinisla (Denial of services)
MInaenaaNKliuszasda (Phishing) Wy E-mail Phishing, Web Phishing tlusiu
nMsidsuudamiiiules (Website Defacement)
msrumteyauuaieteasuiumedifielilunslanfszuu (Reconnaissance)
winN13aiTaeIkaznSHNglaNveviieu (Training and Exercises)
mMsweneudnsssuulidnga (Unsuccessful Activity Attempt)
nsyngnluszaugldan (User Level Intrusion)

nsyngnluszaugauAu (Root Level Intrusion)
nrsadunisilitfuluaiuuinsgiuanuiuasdasnfofiviissiumvun
Non Compliance Activity)

DU
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. JEAUANNTULTIVBIUAMIIRAUNRAUAlULaga sEUINA (Security Level)
JEAUANTULSIBIMANaIRAUNAunAlulaBasaumna ssgnldidunaeilunisimunisnig
Sulewingaudmiuusazivansal tnglafmunsyauanuguusald 5 seau sl

FTAUAY ,, FTAUANUTULI
SNYALLDYA : .
FULS A1 W.5.U. lgiuas
Extreme | M szuvansaumanioanssUlnaiugudua saume
(@ deomelalanunsaliusnisla
| fnansznusion1sufifeuveswiingu viemslivinis 3
U219UNIVUA NToEINANTENUADTINVDIUTEY 1YY
vonelAnaugnydusdisluamandlunisnisiu Jeides
vV lvgaidslon1anegsnaviseanA1eg19n1is
High B svuuansaumavioaisisnllaafiugudiuansaumne
(@) demelilanunsaliusnisle
B fnansznudenisujifauveanidneu wisnisliuinis s
Usevuluaendng vsenelviinanugayiduegdlugnads
Tunsnsiiu Ferdes viorilsigaudelonanisgsianegnin
981907179
Medium | Bl syuuasaumenieassalnafiugiudumsaunade
(3) wedwahliuszansnnlunisiiusnmsanas
B Suansevudemsuffnuresmiinmuieud 10 autuly
wazlidsmansgnudenishiuinisussyivu
Low B s:uvasaumanioassyulaafiugiudiuansauma
2) demedsnailiUszansamlunsliuinsanas »
Laieuss
B dnanszvusenisujuRcusesnidnaulaiu 10 au
waglidamansgnusonishiusnisussyivu
insignificant | Wl szyvansaumanioatsisyUlnafiuguduansaumne
1 demeuadiansaliuinsldnuung
B Liflnansznusenisufifnuveminaunaznishiuinis
UTe 11U
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o NTTUIUNITUSMITIANISIMANISalEAUnAa 1 umaluladarsauine (T Security Incident

Management Framework)

NISUIUNIT 319aLDYN

MIATBUAIUNTBY | Fagamuaniusulamgnisaldnunisiumaluladaisaumne wsouns
(Preparation) AnUANTNg warausuRnvey wWislvaiuisasulledemnnisalinuns
sumnaluladansaumalasgiamunzay

NITTYMO LAY InlrdseuunIonseuIun1siun1InTIRdumAn saliaunAnumalulal
QREIONET arsaumnaluniazUssian LazasIanIsuIUNITEATAIIUNTENTNY DY
(dentification and | nnaulunmisnenumsnsaiiaunfsumalulagaisauma neningiu
Reporting) sufsyananisuenynauiinuimgnsaiiaunAdumaluladansaumne

nIogadeudiunuTunlaende (Security weakness) finti17¢as
sronumlusminauiidudindoUussaiunu uaz/mie wiinausy
weluladansaumaves nun. ievinstuiing (Record the incident)
aslukuunesy Juiinimanisaliaunfidsiumealuladaisaune was

Avdunslutusiely
nsUszliuaniunmsal | Welasunisudang wilnauaiumalulagansaume foevinnissey
(Assessment) nigauiiumanNIsaiRaUnAnuwmalulagaisauma (Incident No. wu

ob/lo¢dl) Uszifiuanunisaiidosdiu IneTinsgsiveuinn Ussinnues
R0l TEFUALTULTY HansenuTAnTuaInmnnsaiRnUnd
Frumnaluladansawnaiu iiielfaunsaduiunissuiioldogngndos
uardwieludsfiuiiieateafloduiunistusely sl wmmsaiinunddu
waluladansaumaiifseduauguus « (High) Tulufesseauluss
AUIMITIEAUEIYe nUA. (CI0) Melu mo u1¥ wazniniuwmgnisel
Anunfdumaluladansaumaiiiatuanndeanaulaueslvsnude
dinaueznssunmInsinwaniunsUaenfelsuofuisnd @nuv)
Lagmisaumfugua WlonukuAmznssIATARuguani sl
\ASeYeARuNInesagTruUaITauImARg 1 Uaendguas nua.
vizerfldsunoumineg waglviduiunsnuunuiviemsnisalfoanaiu
ndlwiues w83 nua. (Cyber Incident Response Plan) fiusgnaldanu
NIATUANLYR) T auaszuvansaumea, fauainiedionsuiiamnes niegAvides
(Containment) fidumsmuguvgnsaiinunidiunelulafasaumaiiiotu iieddn
YoUwALazHanTEUReNTAugsAves nun. Witfosiian uazteaiu
Lilvinnsgnanuvideveneasludagadu lnedosdinisdaiiuinumdngiu
veummmsaiinnfidumelulaarsaumaiiisduiotluliinse
G RES
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N9UIUNIT S19a21980

NSAAAMe WdauLaszuuansaume Jauala3eunenaufinines vislniieides
(Eradication) Auwmgnisaliiauniiwnalulagansawne wilvlymlvssuvaisaumne

LATeY18ARUNILABS vToTsuUMAgIfvaIs syUlnaiiugiu
Auansaunaliaunsaltaulaniuung

MUy minldarunsasiiiunisudlulvssuvaisauna tasevionauiinnes
(Recovery) viseszuulineafivassyulaaiiugiusuasauma nauinldauldani

SLA Tafiunisgaulissvumalulagansaumengduanldaulaniuuni
AIUUHLUTINTANABLLDIN19T 3R (BCP) Uavunud1T0uaz)AusT Uy
a1sauna (DRP) wae nua. Nlin1susenaldanu

& TUNBUNITTULIIUALIIBIY
o. Wolasunsuiaung ninsnumumaluladansaume dewinisssyrungaumiuimgnisel

<.

AnUnfdumaluladansauma (ncident No. U olo/oddl) Ussiiiuanunisailosdu
Tnginesivouiun Ussianveavnniaal sefuALTuLss nansenuiliiaduainivgnisel
AnUnfdhumeluladansaumatu welvansadidunisfuiioldegnagnies uazdsioly
Haufiiendeafiodiiumsduseld

douainsetnsnonfiumes fauassuvansauma sudunisudluiiieliszuunduiuganioy
Undlsiognaidaiign

wnnsafinunAdumeluladarsaumaiifssdfunnuguns @ (High) Tulufessiauluds
AU3MTsEAUgIues nua. (Cl0) Ml mo Wil wagmnilumanisaiiaunfdiumalulad
ansaumafiAntuandoanaulsueslvEauassuasaumaaspuainiotisneufianes
swnmdeyariiey ARnTufuszuy wasudaniinesanuiunsaondeleuesifioreay
YoyafiAertesliaonndosmuuvunesuenarsuuuyineUsznanaznssunsmiugua
shurnusiunsUaendelnuefomdninasinasiinmsnenusoanmumslewes w.a. oo

L@NE1531989
. wuunesy Tuiinmenisaliiaundnumalulagansaume (T-FM-NDA-o&)
b. wnusullamenisalieanaumdlaues (Cyber incident response plan)

RAUYLYIR

ANsanMUlanleNa15e198d b WA https://cybersecurity.pwa.co.th

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. &o/eek



[

duil o
wuaneUian1suTsIan sl marumalulagansaumea
(IT problem management guideline)

ngUsesA

P 19 = a A v oa A o a ¢ a a
L LW@I‘W nuA. NﬂiS‘U’JUﬂqimﬂ(ﬂqﬂﬁqaqL‘VW!VlLL‘V]ﬂiQLWB{]@QﬂUﬂqiLﬂﬂLWG}ﬂqimN@‘Uﬂm

uAluladansau g

AUATEUUENTAULNA

ALALATEUEABNNINDT

wUININISUHUR

@.

HALATEUUANTAWNA LazRaualATeY ensuiineddewinisiungnisaliiauniniumalulag
ansauma (I Incident) Adslainsruanmaiuyia3a (Unknown root cause) n3oivnn1saiinun
Frumelulafasaumaiifafuduiinszsiuasinnsauuamiudludgmainanme iuiage
Folifiszuvsundslgmiiefumeluladarsaume elwiinisduiin msdadidfuainuddy
wazmsaaamdaym (Ticket) ilolvanunsafinmuaauzyeanisudloam

Falviinstuiinmeazdeamsudleymiiielfiduuvasdoyalunisdudunumanisudlydam

Talunrendalaegesinsnaziluseansaw

LBNE15D19D9

- laidl -
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197 00
ulguren1sdnriuauaniduatumalulagansaume
(IT contingency plan policy)

Welviiuuimiesessumnnisalinuninssuuiiangaseinniaionnudenis 1nggsna
v83 nUa. awnsaaiunisaeluldegisdeiiiswazarusadaussuulvinduAuganimunaniely
srggianfgousuls lnedluuivmneU]un dedl

o @il o WM URNM ST uNLanBua v AlulaganTaumne

dun o
wuINUHURNTIRvunugniuiumalulagansaumea

InUszeeA

Wl nun. dssuvansauwmensouldanuegissiailiasiun1igingivseiinmsnisalgnidu
ANU1TNABUANBIINANLALANUABINTNNGINIREETUSEANSHA

o HUIMSs nina wazgninaves nua.
o whenudvesTEUUEmsauUmATIdIAYYe nUA.

o ANENITIUNTIAVILAURNEUAUWALUlaEa TaUmNAYDY NUA.

WUINNSURUR
o. Hoswdwminnznssunislasmnualiinifisuiaveulunsdaruauanidudumnalulad
asauma laeflfuimsuazynainsvemnhenususiigg Mfeadossiime wu dmumnalulad
asannA sugsia wazsudeansesdns (udu
o. fosiiunisusziiuniuidss (Risk assessment) Tnoszymanisaiamuides dedamanszny
somsngare nveanszuIuNauazsruuWaluladasaume il
b.o. FYMANNTAIANIAES (Risk identification) io1asilinszuIunisuazszuumalulad
asaumangavzdn sannaiglukazaisuen wu nislavddulaues auiianaia
youdmii 1y
. Ussduanudsdlasfiansannisaiuauiifeg mudswansznuuazloniaiiagiAndu
wieutatmunnszuaunIsuasv inensfiarllunseuauauides
oo doviunulunisdanisanudes WeuivusanssurunisuazdanIoaminensiisniu
Tumsmuauenudedlvieglussiuiisensuls

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. Ro/ook



m. #9931ATIEINANTENUTIAY (Business impact analysis) il olins1uisnnudrfyveassuy
asaumaAfiiinasenisiiugsiaves nua. sanfsmansznuainnsvgavsinuazanuienles
YIN1sALTUgINANUTTUUATAUNA TagdiuInien1saniiunig il
mo. FTYITUUAITAUMANEIAYYe nUn. wagninensidlaudenloafianiseninaiu

(Dependency)
ml. AATIzNansENUAnannsugaveinveunaluladansauma lagadedadimne
3383nmq\‘i?jmﬁﬂaﬂﬁﬁjﬁﬁmqanffﬂ (Maximum Tolerance Period of Disruption : MTPD)
aen. Mvuadmunessezalun1sAusEUY (Recovery Time Objective : RTO) wagtiuung
ssuznangeanivenlifoyaideme (Recovery Point Objective : RPO)
& f8IdnaIRuANEIAYYeITEULY tngAmdafminens ssegnatlunisnauseuy Wanung
vesszuLIuLardeyaninsilinenduianismgauein uagninensmanaluladasaumne
Fushitsndusoddlunisffuszuu il desfinnsanlissuunsdiss Sundoszuviidinanseny
fuszuvwes nua. WuanhaduszuuiifianudWaygean
& foanmuanagnsiruRniduaumAlulaganTauALazLUINTAWNS NN NN TSEUUWALULAE
asaumaTinyaunuMIdndfuanumfy ety Insfinnsanedalesasounay il
&.o. Wneszeznamldnmsinneinanssnumagsie wu RTO, RPO LHugy
&lo. Yadudrdyiatuayuliumudulumunagns wu meluladlunisdsesuazirudoya
anundeslivesanuiiufifnudises Wusu el nun. fiemslumsiauinaugniay
sumelulafansaumeaiussaimuneiidmualy

&an. MINEINTULAIUUTTINA WedawnTeusyuumealulafasaumnalidenadosmuununagns
wazRanssufidesduiiunisiavan
o, uwnuanduiumaluladansaumedosdingssynseuiunisuazduneuaivayunisujinadaay
dielFannsosuiumslfesisniuasdhesonsufo suvidenuiandulunsnouaues
sewnn1Iaing 4 florafindu Tnedesszyneasdennsounquihdestietion fail
.. Tounu Tnguszasd veuwn uazAuduiusiuunudug Mfetes
lo. Halasaaiisvesnstefuiyulumsdndununuuny fUitaniiuazanusuiagou
wazfuURnvimihiunulunsdifuiiavifldaransaufoaauld saufanistudia
MsLAsuuUaswBLNy

o, $18azBEAvTeITEULAlUlagasauma Wi laseaiean1Unenssy wHUNINTEUULATOUY
doans Wudy

o.. Jumeulunisusznialdunugnidusumalulafasaune nsnouaussevgnisaianidy
nazunumsAoaslihsnuiifntesuns

o.¢. Junoulunisdidumsgfussuu FesssymeasBonegnadmauuaziivma ieliauiso
18w checklist aruaulalliiinistundeasiastuneufirmualy il ndn. Fesdar
onansniediiousznounsiiulundazsruy Tunsdifinisufuuss viedisdndunou

wlevisiazwimauuansldnueiotneaeuiawesuasssuvasaumaogslasnseves nun. &n/eek



uenmileaniiszylunsurazy foRanuess fesdinszuiunsneaunazvesysiianduims
pudimvualulassadranisdedudys woukah duneudindiiuiuiulgeuny
T dutlagiu

5. dunoulunisnduAugniizund (retum to normal) uagn13UsENIAEALENLKUGNLEY
Aumnaluladensaume

oo, kHUNAUIUMAlUlagaTawwA Wieuenalsusenaun1siuaelaLRugnEuAIY
welulafasaune desdaiuliluaouivasadowasdamunioldluaouiufoRaumdn

wazdnTeq
o, fesdnlrinisdoarsunuanidudiumaluladarisauma uazdaliiinslnousuunyaains

fdwiieades

o.o. Tunsdeasunu fosdimsssyuunmedeansidanuliynainsynauifidiuisadeslésy
yufeneasBonlunsdaruay fumeunssiunumuuay

alo. aliinisinevsuniyransdiiduisfostunsdidunumuiuediaosdas o afe
Tngaghatiaansnsounqu TanUsrasdvasun dunoun1sUfoRnumuuny MUszany
waznsAeanstuszninaingy tunsulunisseau ssuudnwianudasady nsvuiunis
WNTTBALRAE NAUA LY LasANSURATeUTIuRaTyARa LU

2. MIVAEeU MIUSUUTILaEN TaRUNULAHURNIAUAIAlLLaga SaUNA

0. TovuuuLienageuLiuanidusunaluladarsaumnauszsl lnsdswazidon
o819tATOUARUANIUA1TAITIABY JULUUNINAARY Tu a1 @anudilunisvadey
unummihfivesdiliieates edunuaufienadevunuanidudumeluladasaunea
UsgddlunmandesléfuniseutRnnauenssunsilduieumng

clo. Talkdnsnaaeuunugnidudumalulafarsaumanslussfunisuuas seduedng
pgnstionlay o ads lnslanigszuununiodeyaiifinansznudenisliuinisgnén
yiosa nUn. Meswuy WU svuuidudin szuunislounagdrsziiusendng nua. iludy
uenaniionafinnsannimaseuszuudisedudnuusialionas (OR live test) iielsifula
Mszuvdsesannsasesiulvissiamnsadiuldodisdeliles

co. n3@szUVIUiinsideulosadevisdearsvielduinisannnuissiunieusn nua.
Hesfinsmageuurugnidusiniumiisnunisueniiieatesde tieliuladnszuy
walulagarsaunaves nun. daunseuldarusiudussuvuimaluladarsauine
YoaeUNPUBN

2. FIYUNANITNAABUABANENTIUNITVOY NUA. laelisiuaziBenag1atasnsaunqy
FngUszasd YouUlANITMAGEY @aa1unisaidiass stegafildlunisiaussuuifiou
fudwneiisinun eRanarauasymvioguassafiny wdoutauamisiulseudly

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. R/ 00k



a [

=& nUn. AIsdalidnisnuniuuasusulsawnuanidusiunalulagaisaunaagnaias
Uar o Af9 uaznnasifinisudsuutasedredidedify wu n1svdsuuvasyaains
fvihAsuaavoulunsiLduuANLEY MSIUATLANNLIATENYBITEUUATAUNA
Jusu ilelrugnidusumaluladansaunadutagdu

=5, NUA. 913dalvlin sas UMLK ugnidua umalulagal saunalagviigaun1guen
wienneluiifianududasy iedudufwiumunsauvestunousieg lunsdariuny
Tenusaldanulaas

LPNEI5D19D9
gl -
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NI ok
wlguren1suuanudaniviun
(Compliance policy)

Wl nua. In1sarvqunisuuiacuiifeitesdumaluladansauvalvaonnges

mungvng seilsutetaruaes nua. laaluwinnaufius dadl
o @il o wuIUURNSURURMUTRIMIUA

(Compliance guideline)

dufl o
wuaneUUANsURUARadafmun
(Compliance guideline)

InUszeenA
- [J ¢ a wa Y Y & 1 4 [ Y a
o fiafnuanginagivazaluaun1sUfURnuventdnnuliiullegiegndeddinelviiin
ANEsee NUA. wasUfuRnunguuie vise seileutedsdudue) MNgites

o HUIMS NN UAEgNINaves nua.

WUININSUHUR
o. M3szyngmneitedulduazterimunnisdnya (dentification of applicable legislation and
contractual requirement)
®.0. HUTMT NINU Wazand1ewed nUA. ofunstu Manudila wazujuiRaungvune
sufaudetidu ffudestusyuumeluladansaune wu
o.0.0. W.3.U. MEMINsEANLRaisfurenfiawme siussnalde
0.0, W3.U. M3snweanuiuasaendlsuesivseneldng
®.@.m NWIU. AUATOIUBLAZIUUAAD W.A. bbl
0.0.€. WU TPEsINTIIMeBLEnmseindiusy el
o0& N5.U. AVAVETUszN1Al
©.6.5. uIstsJLLazLLu’quUg'jﬁ’aiuﬂﬁ%’ﬂmmmﬁumﬂaamﬁamiaummaq nun.
@.0.00. Usenia nUa. Lsaauiamsm,a LLngummiﬂmiawauamumﬂa (Privacy Pollcy)
0.0 UTENIANTENTNAINaLiolasugAatardiny Soeunsgiunisinuauiuag
Uaansiovesmsuszyurudodidnnseting

ulsviswazuuuuansldnueietienouiamesiasssuvasaumaogsUasnsdiuvas nun. Ro/00k



elo. @vsuazningdunistyan (ntellectual property rights)
fuimsuazniinauves nun. Fedlinuvendniigndesmmngmane Tunsdfifinrmdudy
Fodlirumensasiuuenand nua. fivun uasddldl License Tduiunis fodl
0lo.e. Uszaruuiumisnuisuinvevlunisgualieswonsiuisves nua. iedan
License fignéasnunguane
o0, Tunsdlfilionasiiunsnude ebe Wiudunsavsendiaifinaiiesnain
\Sesneuinoslagisa
olo.n. Mninsazidadranivesweniuiifadauuaiosreufiamesues nun. wifnau
fiusndulFuiinvourenisasfindudvisng
o.. MsUasiutoya (Protection of record)
#osfinsteatuiilidoyaiidrdgyviotoyaiiiluanuduves nua. Slnandegnudly
Wasuulas
®c N19 fgjm AIDIUD ya d1u ymaAa (Privacy and protection of personally identifiable
information)
nMafusvs nslfuaznndamedeyadiuyanaliiiedfiansdsznia nun. Feq
WlgneuazwuIlfuRn1sAuasesteyadiuyama (Privacy Policy)
. ﬂ’li‘vmmumﬁﬂw’lm’mﬁumﬂaamﬁaﬁﬂumiaumﬁ (Information security reviews)
fvualidnsnumuulevisuagduneuiuimauiiinislinueieteneuiiunesuasszuy
arsaunAng1sUanafoves nUn. museuszeziianiinmualy wisillefinisiuasuntas
AINUTUNVBIBIANT
. M3iAy quamsufanulindulumaulevsuazuuime foalunisnuianusiuasiasady
gsaumAYed nUn. (Regulation of Information security)
ao. WHTAuTylugiduguagladedudyylunisujifauulevisnazuuimn1aujun
Tumssnueuiunsaesndvasaumaves nun. egnaasania

mo. winninauadladfunieliujianuulevisuazuuimiau jualunisinwianusiueg
Uaoafuarsaumaves nun. Inenisnsgydulumedivilffnanudeniede nua.
vidoyananisyanala nun. azfinnsandniunsmaitbasnnengruneiningnauiiiy
AuANMNIZaNsB LY

LNATD19D9
o. WUUNasUUR T UIaNAIS (IT-FM-SW-06)
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BUIN o
ULPUIYNITUSUISANNITAMULELIATUNALULa B ENTdUNA
(IT risk management policy)

Wald nua. Tumsnislunismivauanudssazlesiunansenuilonadanansenusenis
IUVBITEUUANTAUNALAZLATEVIEABUNUNDS UazaIusanIuAuAINEsliag1adiusednsam
laefuwInaU uR fsil

o @i o wuIWUGURNIUIINTINNITANNESSUImMALULAE AN SaULN A

(IT risk management guideline)

duil o
wuINNUGUANTUTITIANsANEEIR UM Alulaga s

(IT risk management guideline)

WQUszasA
= o ° o v v d' 1% a o
o L‘WE]EL‘VT nua. ﬂ']iﬂ']‘l’iu@i;ﬂﬁ\‘iai']ﬁLLa5‘UV|‘U']‘Vl‘WL!TV]EUENEJJ:LIE‘nuLﬂEJ']?JENI‘L!ﬂ'ﬁ‘UiVI'ﬁ@U@ﬂ'ﬁ

ANdsIwnAlulagasaumna anudssnudeanauleiues waraudsduY MUy
ndadenieludazneueniionsdmansenusionisaiiiugsiaves nua.

~ XY [V a o = o a Y aa A
b LW@iV@JustﬂlﬂjqﬂjqﬂJLaENVlWUiJﬂ']i@']LUUﬂ'ﬁLLm“U LLazmwjiJmmﬁmiVlL‘wmzam
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Likelihood
Impact Rare Unlikely Possible Likely Almost Certain
1 2 3 4 5
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(Information security audit policy)
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(Cyber security policy)
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